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Abstract. Women are facing lot of critical problems in the nation at many occurrences and to ensure the protection of women a wearable device is proposed using Internet of Things (IoT). In the existing system, the location of the person is identified once the button is manually pressed and the message is send to the pre-set contacts. In this work, different sensor like pulse rate sensor and temperature sensor are used for detecting the abnormal pulse rate and temperature. Global Positioning System identifies the exact location of the women in problem and forwards the locality details as emergency message to preset contacts and police control room using GSM. In proposed IoT based wearable device which helps to continuously monitor values of different sensor and automatically the message is send to the pre-set contacts. In case if the device is triggered accidentally it can be turn off by pressing the reset button. The wearable device can be a watch, stun ring, or affixed in apparels.
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1 Introduction

Women are becoming more independent day by day and they are keeping pace with the upcoming trends. But it is so difficult for them to come out of the home at night time or go to any isolated areas because of the sexual harassment against them is increasing daily. Both women and young girls are facing problems [1] even though the technology is growing. Society should be aware of giving importance to women and they should be properly protected. In situations if women want to go out with friends during night or in case they are alone in house this device will guard them, reduce risk of fear and bring assistance when they need it.

2 Block Diagram

Arduino Nano holds an important function in the women safety kit [8]. Figure 1 represents the block diagram with heart rate sensor; temperature sensor and a manual switch are connected to Arduino Nano. All these devices are connected to the mobile application using the internet through the Wi-Fi transceiver [2]. A stun device is also used as a self-defence module and that is also connected to Arduino Nano through Wi-Fi transceiver module. Android Application [11] is developed and connected to Internet which is sending the message to the contacts using Wi-Fi transceiver module [3].
3. Experimental Setup

The various hardware equipment's employed in this safety system are as follows:

3.1 Arduino Nano:
Arduino Nano is a tiny, absolute board which is very easy to configure and similar to atmega328p as in Figure 2. Mini-B USB connection is used for powering; pin 30 is given an unregulated external power supply of 6-20V, or pin 27 is given 5V regulated external power supply. Automatically power source is selected such that it reaches the highest voltage source.

![Arduino Nano](image)

3.2 Heart Rate Sensor:
Heart rate sensor as shown in Figure 3 monitors the heart beat and is available in a variety of bands. Nowadays models in the market are available with inbuilt sports watches, gym equipment such as treadmills. There are few sports watches which monitor heart rate in the famous brands like Reebok, Nike, and many more. There are different athletic watches with many types to monitoring during exercise [9] like running and cycling heart rate monitor.

![Heart Rate Sensor](image)
3.3 Temperature Sensor:
Thermistor is another type of temperature sensor as shown in Figure 4 which has been decided to use in our project, where name indicates all sensitive resistor. Thermistors are unique resistors and they vary their physical resistance value while exposed to alteration in temperature. Thermistors are made up of ceramic material like cobalt, nickel, etc, in metal oxide technology. The major benefit is their accuracy and repeatability in reading if the temperature changes over snap action method.

3.4 Manual Switch:
The physical starter is generally an “ON-OFF” switch with overload safety. In case if the device is triggered accidentally it can be turn off by pressing the manual button.

3.5 Stun Device:
Stun gun device [10] acts as a protection device against various attacks. This gun utilizes higher voltage energy and immediately stop the attacker. When the muscle gets in direct contact with the energy the person cannot move further. Attacker will not be able to do any task for sometime and it will not affect his internal organs. Nearly within three seconds the person will loose muscle function, failure in balance and unsteadiness. Stun gun normally use a high voltage, yet the effects are very less. While caring the stun gun women can feel safer and neutralize an attacker if needed.

3.6 Wi-Fi Transceiver Modules:
Wi-Fi transceiver module [5] as shown in Figure 5 is used to connect all the interfaces through Wi-Fi. And it is Arduino supported which is light weight and consumes minimal power usage.
4. Features of GSM

The salient features of GSM technology [3] makes it highly usable and reliable mobile communication in today’s world.

- GSM is available with services like fax, mail, voice mail, voice data and SMS.
- GSM provides more secured and protected communication between networks from intruders and frauds.
- GSM technology changed the usage of mobile phones.
- GSM allows the mobile user to use above its limits and facilitate user to communicate across the continents.

5. Wearable Device

In Figure 6, [4] an Arduino Nano, temperature sensor, heart rate sensor, Wi-Fi transceiver and a manual switch is connected. The 9V power supply is given. A PCB board is used in which all the wires are solder in it and all the wires from there are connected to other components.
Figure 7 is the application that has been developed to be installed in mobile phones [6]. After setting the preset contact, click on start.

Temperature and heart rate are continuously monitored as shown in Figure 8. In abnormal conditions, the message is sent to the preset contact. In case, if the button is accidentally triggered it can be turned off using the reset button.
Fig 8: Status of the temp and heart rate sensor

- Heart rate during rest differ to each person based upon various elements like age, tallness, physical weight and wellness [12]. Table 1 indicates heart rate ranges of women for various age groups.

Table 1 Heart rate ranges of women

<table>
<thead>
<tr>
<th>WOMEN'S RESTING HEART RATE CHART</th>
</tr>
</thead>
<tbody>
<tr>
<td>AGE</td>
</tr>
<tr>
<td>Athlete</td>
</tr>
<tr>
<td>Excellent</td>
</tr>
<tr>
<td>Good</td>
</tr>
<tr>
<td>Above Avg</td>
</tr>
<tr>
<td>Average</td>
</tr>
<tr>
<td>Below Avg</td>
</tr>
<tr>
<td>Poor</td>
</tr>
</tbody>
</table>

6. Result Analysis

The result analysis is made based on the Application and Hardware.

6.1 APPLICATION RESULTS
The Figure 7 shows the main screen window and figure 10, 11, 12 shows the graph of the temperature sensor, heart rate sensor and emergency switch. As shown in the below figure9 the second mobile application is able to get an emergency notification with location of the person in the danger.

![WOMEN SAFETY](image)

**Fig 9: Application for nearby users**

As shown in figure 10 the readings of temperature sensor are plotted using thing speak which is an open IOT platform. Figure 11 shows the readings of Heart rate sensor and Figure 12 indicates the readings of emergency switch.

![Field 1 Chart](image)

**Fig 10: Graph readings on temperature**

![Field 2 Chart](image)

**Fig 11: Graph readings on Heart rate**
7.2 HARDWARE RESULTS

Figure 13 shows the experimental setup of the wearable device module in the proposed system. The module is able to measure the data from the required sensors, encrypts data and writes the encrypted data in the thingspeak.

![Wearable device module](image13.png)

**Fig 13: Wearable device module**

Figure 14 shows the experimental setup of the self-defence module in the proposed system where when an emergency signal is received from the application module and when the secondary switch is on ‘ON’ state the LED lights up. The led can be replaced with an actual voltage booster to be used physically against potential attacker.

![Stun device module](image14.png)

**Fig 14: Stun device module**
8. Conclusion And Future Scope

The projected security system will help any women in danger and from any kind of attacker. The proposed system is to ensure the security of the women in the society by providing the wearable device [7] and help them to be brave at any situation and send the respective message in an encrypted format using IoT. The various challenges faced by the system could be GPS reliability, Zigbee range, power consumption, battery consumption and SMS confidentiality.

In future the security algorithm is used to transfer the affected person information in a secured manner. To reduce the weight and size of wearable device GPS and modules in phone can be utilized. Solar cell can be used as battery life of the wearable device. To improve security a small camera can be embedded on the wristband which would record the crime and serve as identification of the attacker.

References