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Abstract. With the sparking of increasingly latent supply disruption risk, the global supply
chains have exacerbated the risk and impact of supply disruptions. In order to cope with
supply disruption, the downstream suppliers volunteer to strengthen investment in the
appropriate strategy of backup production. This paper studies a single supply chain with
potential supply disruption risk where the supplier implements backup production and the
retailer has the advantage of using information sharing of blockchain system. This paper
examines how the retailer’s using information sharing of blockchain system to strengthen
the adoption of backup production. Our findings reveal that, first, when the retailer
voluntarily implements blockchain system to share his demand information, such demand
sharing leads the supplier to produce the accurate backup production capacity. Second, the
retailer strategically implements the blockchain system to utilize the supplier’s backup
production for more value.
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1 Introduction

With a growing body of “black swan” and “gray rhino” events occurring, the supply disruption
risk is increasingly and imperatively attaching more attention [1] [2]. Along with the supply
disruption is the shutdown or even bankruptcy, usually an enormous loss, that the firm involved
has to bear. For instance, Foxconn, the world’s largest OEM, was forced to stop production for
a while in early 2020 due to the outbreak of Covid-19, and even if it resumed production in the
middle of February, the factory cannot operate at full capacity. Taking Toyota as another
example, the supply disruption caused by the Tohoku earthquake in 2011 lasted more than six
months [3]. These examples also illustrate that a perfect recovery from supply disruption is often
not an easy and instantaneous work. Hence, many companies have been emphasizing and
investing in enhancing the supply chain resilience to attenuate the impact subsequent to supply
disruption. In practice, backup channel is an effective and proven instrument that often adopted
by firms. The literature on backup channel-establishing, going back to [4] [5] [6], mainly focus
this case of backup channel-establishing on the downstream buyers’ side.

The noteworthy de facto status is that additional to the supply side uncertainty, in practice, the
supplier always faces the unpredictable end-market demand, especially for the demand potential.
However, taking the Benteler and BMW case as the instance again, they implement the
blockchain system to build a transparent information-sharing mechanism, which enables
Benteler to determine a more accurate backup production capacity in light of the demand
information provided by BMW [7]. Motivated by the above examples, we wonder whether the
information sharing of blockchain system strengthens the using of backup production.
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By far, the interaction between retailer’s information-sharing mechanism of blockchain system
and supplier-establishing backup production has been overlooked. The contradictory between
theoretical literature and practical evidence incentivizes us to ask: according to the demand
information sharing of blockchain system, how does the supplier set backup capacity? How the
retailer’s adoption of blockchain system strengthens the supplier’s using of backup production?
To solve the questions, we consider an unreliable supply chain with the supplier’s backup
production and the retailer’s endogenetic adoption of blockchain system. In sum, the
contributions of our paper are twofold. First, we creatively investigate the strategic impact of
blockchain system on the supplier’s backup production strategy. Second, we characterize the
supplier’s optimal blockchain adoption strategy when the retailer uses backup production
strategy to attenuate the disruption risk.

2 Model Setting

We consider a supply chain with supply disruption risk where the supplier distributes goods at
a wholesale price to the retailer. To modelling the supply disruption risk, we use  ݓ ߩ =

൜1  with probability  z
0  with probability  1 − z to denote the supply disruption risk, where refers as the supply ݖ

reliability [8]. To mitigate the supply risk, the supplier implements the backup production
strategy. In specific, as soon as the supply disruption happens, the supplier has the ability to
urgently order from other backup supply channel(s) at an additional cost ଶ(ݍ)ܿ to recover the
loss, where   denotes the minimum between the backup channel production capacityݍ
(hereafter backup capacity) and order quantity and ܿ > 0  denotes the cost diseconomy of
backup production. Due to the urgency of backup strategy, the production diseconomy can be
regarded as having increasingly more expensive production capacity. The setting follows the
literature [9].

The demand function is  = ߠ − where, ݍ is the demand potential and ߠ is the retailer’s ݍ

order quantity. We model ߠ = ൜ߠ  with probability  1/2
  with probability  1/2ߠ , where we use to denote (ߠ) ߠ

the realized high-type (low-type) demand potential with probability 1/2.

In reality, the retailer is nearer to the final market and easier to get the first-hand data of market
changes. Therefore, following [10], the manufacturer can obtain the accurate demand potential
ߠ , ݅ ∈ {ℎ, ݈} , while the supplier only knows the prior distribution for ߠ =

൜ߠ  with probability  1/2
  with probability  1/2ߠ  . However, when the retailer adopts the blockchain system, the

accurate demand potential obtained by the retailer will share with the supplier. The sequences
of the game are shown in Figure 1.



Fig. 1. Sequences of the game

3 Equilibrium Analysis

3.1 Without blockchain system

Under this scenario without blockchain system, the supplier can obtain the realized demand
potential while the retailer only knows its distribution function and realized probability of
demand potential. When a supply disruption happens, the supplier starts producing his backup
goods to fulfill the order, and she predetermines backup capacity . Considering the rationalݍ
decision-making of the firms, the supplier’s backup capacity is unreasonable to exceed the
retailer’s high-type order quantity (i.e., ݍ ≤ ). Given the range ofݍ ݍ ∈ (0, ], we discussݍ
it in two cases according to backup capacity:

(1) When the backup capacity is lower than the low-type order quantity (i.e., 0 < ݍ ≤ ) Theݍ
following equations (1) and (2) are the profit functions of the retailer and supplier:

(ݍ)ோିߨ = ߠ) ݖ − ݍ − ݍ(ݓ + (1 − ߠ) (ݖ − ݍ − ,ݍ(ݓ ݅ = {ℎ, ݈},          (1)

Пௌ(ݓ, (ݍ = ଵ) ݖ
ଶ

ݍݓ + ଵ
ଶ

(ݍݓ + (1 − ݍݓ)(ݖ − .(ଶ(ݍ)ܿ              (2)

(2) When the backup capacity is higher than the low-type order quantity (i.e., ݍ < ݍ ≤ ,(ݍ
the profit functions of both firms are related to the order quantity and are formulated as follows
(see equations (3) and (4)):

൜ߨோି(ݍ) = ߠ) ݖ − ݍ − ݍ(ݓ + (1 − ߠ) (ݖ − ݍ − ݍ(ݓ
(ݍ)ோିߨ = ߠ) ݖ − ݍ − ݍ(ݓ + (1 − ߠ) (ݖ − ݍ − ݍ(ݓ

,              (3)

Пௌ(ݓ, (ݍ = ଵ
ଶ

ݍݓ) ݖ + (ݍݓ + (1 − (ݖ ቀଵ
ଶ

ݍݓ + ଵ
ଶ

ݍݓ − .ଶቁ(ݍ)ܿ            (4)

Using backward induction, the first-order optimality condition reveals the retailer’s equilibrium
order quality ,ݓ)ݍ (ݍ = ݔܽ݉ ቄఏି௪

ଶ
, 0ቅ. Then, substitutingݍ(ݓ, )intoݍ Пௌ, the equilibrium

results are given by the following Lemma 1:

Lemma 1. When the retailer opts not to adopt blockchain system, we have:

(i) If ܿ ≤ ఏାఏ
ସఏାଶ௭ఏିଶఏ

 , then ݍ = ଷఏିఏ
଼ାସ(ଵି௭)

 and ݓ = (ଵାଶିଶ௭)ఏାఏ
ସାଶିଶ௭

 ;



(ii) If ఏାఏ
ସఏାଶ௭ఏିଶఏ

< ܿ ≤ ௭ఏାଶఏି௭ఏ
ଶఏାସ௭ఏିଶ௭ఏ

, then ݍ = ௭ఏାఏ
ଶ(௭ିଵାସ(ଵା௭))

 and ݓ = ଶ(௭ఏାఏ)
௭ିଵାସ(ଵା௭)

 ;

(iii) If ௭ఏାଶఏି௭ఏ
ଶఏାସ௭ఏିଶ௭ఏ

< ܿ ≤ ௭ఏି௭ఏିଶఏ
௭ఏିଷ௭ఏ

, then ݍ = (ଶା௭)ఏି௭ఏ
଼ାସ(ଵି௭)

 and ݓ = ௭ఏିఏ(௭ାଶ௭ିଶିଶ)
ସାଶିଶ௭

;

(iv) If ௭ఏି௭ఏିଶఏ
௭ఏିଷ௭ఏ

< ܿ, then ݍ = ௭(ఏାఏ)
ସ(௭ିଵାଶ௭)

 and ݓ = ௭(ఏାఏ)
ସ௭ିଶାଶ௭

.

Intuitively, the cost diseconomy of backup production ܿ results in a monotonic decrease in the
equilibrium backup capacity . It makes sense that the supplier would have less incentive toݍ
use backup production as the cost diseconomy ܿ increases. We depict this result in Figure 2.

Fig. 2. Impact of ܿ on the supplier’s backup capacity ( ߠ = 1, ߠ = 
ହ

, ݖ = ସ
ହ
)

3.2 With blockchain system

We solve the scenario with blockchain system, where the realized demand potential is shared
by the retailer with the supplier. The equations (5) and (6) are the firm’s profit functions:

(ݍ)ோିߨ = ߠ) ݖ − ݍ − ݍ(ݓ + (1 − ߠ) (ݖ − ିݍ − ,ିݍ(ݓ          (5)

ݓ)ௌߨ , (ିݍ = ݍݓ ݖ + (1 − ିݍݓ)(ݖ − ,(ଶ(ିݍ)ܿ where ݅ ∈ {ℎ, ݈}.       (6)

Similarly, we figure out the equilibrium decisions, as shown in Lemma 2.

Lemma 2. When the retailer adopts the blockchain system, we have:

(i) If ܿ ≤ ଵ
௭
, then ݍ = ఏ

ସିଶ(௭ିଵ)
, ିݍ = ఏ

ସିଶ(௭ିଵ)
and ݓ = ఏ(ଵାି௭)

ଶାି௭
;

(ii) If ܿ > ଵ
௭
, then ݍ = (௭ା௭ିଵ)ఏ

ଶ(௭ାଶ௭ିଵ)
, ିݍ = ௭ఏ

ଶ(௭ାଶ௭ିଵ)
and ݓ = ௭ఏ

௭ାଶ௭ିଵ
, where ݅ ∈ {ℎ, ݈}.

Lemma 2 uncovers that according to the retailer’s adoption on blockchain system, the supplier
figures out a more accurate backup capacity corresponding to the realized demand potential. In
addition, the increased cost diseconomy leads to a lower backup capacity.



3.3 Comparison

On the basis of the retailer’s profits, we investigate the retailer’s blockchain system decision.

Proposition 1. When 0 < ݖ ≤ ݖ̃ and
ଷఏିఏିටఏఏାଷఏ

మିହఏ
మ

ଶ(ଵି௭)(ఏିఏ)
< ܿ ≤ ܿ̃, the retailer opts to adopt

blockchain system; otherwise, the retailer does not adopt blockchain system.

Proposition 1 presents that depending on the supply reliability and the cost diseconomy, the
retailer adopts different blockchain system strategy. In specific, the retailer strategically adopts
blockchain systems to share the realized demand potential when the supply reliability is low

(i.e., 0 < ݖ ≤ ,.and the cost diseconomy is moderate (i.e ,(ݖ̃
ଷఏିఏିටఏఏାଷఏ

మିହఏ
మ

ଶ(ଵି௭)(ఏିఏ)
< ܿ ≤ ܿ̃).

This is because, on the one hand, in the presence of the supplier’s backup production, the retailer
suffers a strong price-raising effect from the supplier as the backup production option leads the
supplier to determine an aggressive wholesale price. However, the supplier does not make an
extremely aggressive wholesale price when the retailer implements blockchain system. That is,
when considering the backup production strategy, the retailer’s loss from an aggressive
wholesale price is offset. On the other hand, the cost diseconomy impacts the backup-incentive
effect of blockchain system. When the cost diseconomy is sufficiently low, the supplier has
sufficient incentive to produce a high backup capacity. When the cost diseconomy is sufficiently
high, the total cost of the supplier to use backup production is high. Thus, the backup-incentive
effect of blockchain system on improving backup capacity is low, which corresponds to Area I
in Figure 3. When the cost diseconomy is moderate, the backup capacity becomes low (i.e.,
ݍ < ݍ < ) if the retailer does not adopt blockchain system, and the backup-incentive effectݍ
of blockchain system effectively affects the backup capacity (i.e., ݍ = ି andݍ ݍ = (ିݍ
if the retailer adopts blockchain system. Hence, the retailer implements blockchain system if the
supply reliability is low and the cost diseconomy is moderate (see Area II in Figure 3).

Fig. 3. Retailer’s optimal blockchain adoption decision ( ߠ = 1, ߠ = 6/5)



4 Concluding Remarks

Many suppliers could use backup production to respond to the risk of supply disruptions. When
the supplier uses the backup production to mitigate the supply risk, the retailer determines
whether to use information sharing of the blockchain system. We consider an unreliable supply
chain in which a supplier has used backup production strategy and a retailer with superior
demand information determines whether to adopt blockchain system. This paper explores the
strategic impact of blockchain adoption on the supplier’s backup production.

We highlight several results. First, according to the retailer’s using of demand information
sharing of blockchain system, the supplier sets a more accurate backup capacity to mitigate the
supply risk. Second, the retailer voluntarily adopts the blockchain system to share his private
demand information.
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