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Abstract. The integration of participatory sensing with online social
networks affords an effective means to generate a critical mass of par-
ticipants, which is essential for the success of this new and exciting
paradigm. An equally important issue is ascertaining the quality of the
contributions made by the participants. In this paper, we propose an
application-agnostic trust framework for social participatory sensing.
Our framework not only considers an objective estimate of the qual-
ity of the raw readings contributed but also incorporates a measure of
trust of the user within the social network. We adopt a fuzzy logic based
approach to combine the associated metrics to arrive at a final trust
score. Extensive simulations demonstrate the efficacy of our framework.
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1 Introduction

The rapid improvement in mobile phone technology, in terms of storage, process-
ing and sensing, has resulted in the emergence of a novel paradigm called partic-
ipatory sensing [I]. The core idea is to empower ordinary citizens to collect and
contribute sensor data (e.g., images, sound, etc) from their surrounding environ-
ment. This new paradigm has been effectively used to crowdsource information
about road conditions [2], noise pollution [3], diet [4] and price auditing [5].
For participatory sensing to be a success, a key challenge is the recruitment
of sufficient volunteers. Typically there is no explicit incentive for participation
and people contribute altruistically. In the absence of adequate contributors, the
application will very likely fail to gather meaningful data. Another challenge, par-
ticularly for tasks which require domain-specific knowledge (e.g., takings photos
of rare plant species), is the suitability of the participants for the task at hand [6].
One potential solution to address these challenges is to leverage online social
networks as an underlying publish-subscribe infrastructure for distributing tasks
and recruiting suitable volunteers [7)8]. This new paradigm, referred to as social
participatory sensing, offers the following advantages. First, it makes it easier to
identify and select well-suited participants based on the information available
in their public profile (e.g., interests, educational background, profession, etc).
Second, social ties can motivate participants to contribute to tasks initiated by
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friends. Third, incentives can be offered in the form of reputation points or e-
coins [9] and published on the contributors’ profile. A real-world instantiation
of social participatory sensing was recently presented in [10], wherein, Twitter
was used as the underlying social network substrate.

The inherent openness of participatory sensing, while valuable for encouraging
participation, also makes it easy for propagation of erroneous and untrusted
contributions. When combined with social networks, other trust issues arise.
People normally have more trust on contributions provided by their close friends
than casual acquaintances, since interactions with close friends provides more
emotional and informational support [II]. In particular, when data of the same
quality is available from two social network contacts, one a close friend and the
other a casual acquaintance, it is natural human tendency to put more credence
in the data from the close friend. Hence, in social participatory sensing, it is
crucial to consider both, the participant’s social trust and the data quality as
influential aspects in evaluating the trustworthiness of contributions. While there
exist works that address the issue of data trustworthiness in participatory sensing
(see Section[2)), they do not provide means to include social trust and as such
cannot be readily adopted for social participatory sensing.

In this paper, we present an application agnostic framework to evaluate trust
in social participatory sensing systems. Our system independently assesses the
quality of the data and the trustworthiness of the participants and combines
these metrics using fuzzy logic to arrive at a comprehensive trust rating for
each contribution. By adopting a fuzzy approach, our proposed system is able to
concretely quantify uncertain and imprecise information, such as trust, which is
normally expressed by linguistic terms rather than numerical values. We under-
take extensive simulations to demonstrate the effectiveness of our trust frame-
work and benchmark against the state-of-the-art. The results demonstrate that
considering social relations makes trust evaluation more realistic, as it resembles
human behaviour in establishing trustful social communications. We also show
that our framework is able to quickly adapt to rapid changes in the partici-
pant’s behaviour (transitioning from high to low quality contributions) by fast
and correct detection and revocation of unreliable contributions. Moreover, we
find that leveraging fuzzy logic provides considerable flexibility in combining the
underlying components which leads to a better assessment of the trustworthi-
ness of contributions. Our framework results in a considerable increases in the
overall trust over a method which solely associates trust based on the quality of
contribution.

The rest of the paper is organised as follows. Related work is discussed in
Section 2l We present the details of our fuzzy system in Section [Bl Simulation
results are discussed in Section [ Finally, Section [B] concludes the paper.

2 Related Work

To the best of our knowledge, the issue of trust in social participatory sensing
hasn’t been addressed in prior work. As such, we discuss about related research
focussing on trust issues in participatory sensing.
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In a participatory sensing system, trustworthiness can be viewed as the quality
of the sensed data. In order to ascertain the data trustworthiness, it is highly de-
sirable to ascertain that the sensor data has been captured from the said location
and at the said time. [I2] has proposed a secure service which allows participants
to tag their content with a spatial timestamp indicating its physical location,
which is later used by a co-located infrastructure for verification. A similar ap-
proach has been proposed in [13], in the form of a small piece of metadata issued
by a wireless infrastructure which offers a timestamped signed location proof.
Since these works rely on external infrastructure, they have limited scalability.
Moreover, neither approach will work in situations where the infrastructure is
not installed. In our proposed framework, we assume that sensor data is tagged
with GPS coordinates/system time before being stored in phone memory, which
is then used by trust server for verification. Data trustworthiness has been in-
vestigated from another point of view which tries to confirm that uploaded data
preserves the characteristics of the original sensed data and has not been changed
unintentionally or maliciously. In particular, there are several works which make
use of Trusted Platform Module (TPM)[I4], which is a micro-controller embed-
ded in the mobile device and provides it with hardware-based cryptography as
well as secure storage for sensitive credentials. In [I5], each device has a trusted
hardware element that implements cryptographic algorithms for content protec-
tion. [16] presents two TPM-based design alternatives: the first architecture relies
on a piece of trusted code and the second design incorporates trusted computing
primitives into sensors to enable them sign their readings. However, TPM chips
are yet to be widely adopted in mobile devices. There is also recent work that
does not require TPM. [I7] proposes a reputation-based framework which makes
use of Beta reputation [I§] to assign a reputation score to each sensor node in
a wireless sensor network. Beta reputation has simple updating rules as well as
facilitates easy integration of ageing. However, it is less aggressive in penalizing
users with poor quality contributions. A reputation framework for participatory
sensing was proposed in [I9]. A watchdog module computes a cooperative rating
for each device according to its short-term behaviour which acts as input to the
reputation module which utilizes Gompertz function [20] to build a long-term
reputation score. Their results show an improvement over the non-trust aggre-
gation based approaches and Beta reputation system. However, the parameters
related to the participants’ social accountability have not been considered. As
such, their system cannot be readily used in our context.

3 Fuzzy Trust Framework

In this section, we explain the proposed framework for evaluating trust in social
participatory sensing system. An overview of the architecture is presented in
Section [3.1] followed by a detailed discussion of each component in Section
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3.1 Framework Architecture

Since our framework attempts to mimic how human’s perceive trust, we first
present a simple illustrative example. Suppose John is a member of an online
social network (e.g., Facebook). He has made a profile and has friended several
people. John is a vegetarian. He is also on a budget and is keen to spend the
least possible amount for his weekly groceries. He decides to leverage his social
circle to find out the cheapest stores where he can buy vegetarian products.
Specifically, he asks his friends to capture geotagged photos of price labels of
vegetarian food items when they are out shopping and send these back to him.
One of his friends, Alex decides to help out and provides him with several photos
of price labels. In order to decide whether to rely on Alex’s contributions, John
would naturally take into account two aspects: (i) his personal trust perception
of Alex, which would depend on various aspects such as the nature of friendship
(close vs. distant), Alex’s awareness of vegetarian foods, Alex’s location, etc
and (ii) the quality of Alex’s data which would depend on the quality of the
pictures, relevance of products, etc. In other words, John in his mind computes
a trust rating for Alex’s contribution based on these two aspects. Our proposed
trust framework provides a means to obtain such trust ratings by mimicking
an approach similar to John’s perception of trustworthiness in a scalable and
automated manner. This trust rating helps John to select trustable contributions
and accordingly plan for his weekend shopping. Our framework also affords a list
of trustable friends for the data consumer (e.g., John) for future recruitment.
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Fig. 1. Trust framework architecture

Fig. [l illustrates the architecture of the proposed fuzzy framework. The so-
cial network serves as the underlying publish-subscribe substrate for recruiting
friends as participants. In fact, the basic participatory sensing procedures (i.e.,
task distribution and uploading contributions) are performed by utilizing the
social network communication primitives. A person wishing to start a participa-
tory sensing campaign disseminates the tasks to his friends via email, message
or by writing as a post on their profiles (e.g., Facebook wall). Friends upload
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their contributions via email or in the form of a message. We can also benefit
from group construction facilities in Facebook or circles in Google Plus. The
contributions received in response to a campaign are transferred (e.g., by using
Facebook Graph AP) to a third party trust server, which incorporates the pro-
posed fuzzy inference system and arrives at a trust rating for each contribution.
This cumulative trust rating can be used as a criterion to accept/reject the con-
tribution by comparing against a predefined threshold. Alternately, the ratings
can be used as weights for computing summary statistics. Finally, ordered list of
contributions according to their ToCs, or of participants according to their ToPs
can be generated. ToP is also updated based on the quality of contributions. If
below a specified threshold, participant’s trust will be decremented by «; other-
wise it will be incremented by 5. Note that o> [3; since in typical social relations,
trust in others is built up gradually after several trustworthy communications
and torn down rapidly if dishonest behaviour is observed.

3.2 Framework Components

This section provides a detailed explanation of the framework components. In
particular we focus on the trust sever and fuzzy inference system.

Trust Server. The trust server is responsible for maintaining and evaluating
a comprehensive trust rating for each contribution. As discussed in Section [I]
there are two aspects that need to be considered: (1) quality of contribution
and (2) trust of participant. The server maintains a trust database, which con-
tains the required information about participants and the history of their past
contributions. When a contribution is received by the trust server, the effective
parameters that contribute to the two aforementioned components are evaluated
by the Evaluator and then combined to arrive at a single quantitative value for
each. The two measures serve as inputs for the fuzzy inference system, which
computes the final trust rating. In the following, we present a brief discussion
about the underlying parameters and the evaluation methods.

Quality of Contribution (QoC)

In participatory sensing, contributions can be any form such as images or sounds.
The quality of the data is affected not only but fidelity of the embedded sen-
sor but also the sensing action initiated by the participant. The in-built sensors
in mobile devices can vary significantly in precision. Moreover, they may not
be correctly calibrated or even worse not functioning correctly, thus providing
erroneous data. Participants may also use the sensors improperly while collect-
ing data,(e.g., not focussing on the target when capturing images). Moreover,
human-as-sensor applications such as weather radar in [I0] are exposed to vari-
ability in the data quality due to subjectivity. For example, what is hot for one
person may be comfortable for another. In order to quantify QoC, a group of
parameters must be evaluated such as: relevance to the campaign (e.g., groceries
in the above example), ability in determining a particular feature (e.g., price
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tag), fulfilment of task requirements (e.g., specified diet restrictions), etc. There
already exists research that has proposed methods for evaluating the quality
of data in participatory sensing. Examples include image processing algorithms
proposed in [4] and outlier detection [23] for sound-based sensing tasks. Rather
than reinventing the wheel, our system relies on the state-of-the-art methods for
this evaluation. The result is a single value for QoC in the range of [0, 100].

Trust of Participant (ToP)
ToP is a combination of personal and social factors. Personal factors consist of
the following parameters:

Ezpertise(E): Tt is defined as the measure of a participant’s knowledge and is
particularly important in tasks that require domain expertise. Greater credence
is placed in contributions made by a participant who has expertise in the cam-
paign. We employ expert finding systems for evaluating expertise. These systems
employ social networks analysis and natural language processing (text mining,
text classification, and semantic text similarity methods) to analyse explicit in-
formation such as public profile data and group memberships as well as implicit
information such as textual posts to extract user interests and fields of exper-
tise [21]. DmoA2 open directory project can be used for expertise classification.
Expertise evaluation is done by incorporating text similarity analysis to find a
match between the task keywords (e.g., vegetarian) and participant’s expertise.

Timeliness(T): Timeliness measures how promptly a participant performs pre-
scribed tasks. It depends on the time taken to perform the task (t) and the task
deadline (d). To evaluate this parameter, inverse Gompertz function defined as
Tt)=1- e~ can be used because of its compatible with timeliness evolu-
tion. In the original inverse Gompertz function, the lower asymptote is zero; it
means that the curve approaches to zero in infinity. In our case, timeliness rate
will only be zero if contribution is received after the deadline; otherwise, a value
between x and 1 is assigned to it. It means that the lowest timeliness rating will
be z if contribution is received before the deadline, and is zero if received after
the deadline. So, we modify the function as EqlIl to calculate the timeliness(T):

T(t) = {1 —[(1—2)e b "] ift<d )

0 otherwise

Locality(L): Another significant parameter is locality, which is a measure of the
participant’s familiarity with the region where the task is to be performed. We
argue that contributions received from people with high locality to the tasking
region are more trustable than those received from participants who are not
local, since the first group is more acquainted with and has better understanding
of that region. According to the experimental results presented in [22], people
tend to perform tasks that are near to their home or work place (places that
they are considered ‘local’ to them). This implies that if we log the location
of participants’ contributions, we can estimate their locality. A participant’s
locality would be highest at locations from where they make maximum number

2 http://www.dmoz.org
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of contributions. In order to evaluate locality, we assume that the sensing area has
been divided to n regions, and a vector V with the length equal to n is defined
for each participant, where, V(i) is number of samples collected in region 7. In
this case, locality of a participant to region ¢ is calculated by Eq.

L) = V(i) V() @)
1=0

Next, we explain the social factors that affect ToP:

Friendship duration(F): In real as well as virtual communications, long lasting
friendship relations normally translate to greater trust between two friends. So,
friendship duration which is an estimation of friendship length is a prominent
parameter in trust development. We use the Gompertz function to quantify
friendship duration, since its shape is a perfect match for how friendships evolve.
Slow growth at start resembles the friendship gestation stage. This is followed
by a period of accumulation where the relationship strengthens culminating in
a steady stage. As such, the friendship duration is evaluated according to Eq. [3]
in which, b and ¢ are system-defined constants and ¢ is the time in months.

Ft)=e b " (3)
Interaction time gap(I): In every friendship relation, interactions happen in form
of sending requests and receiving responses. Interaction time gap, measures the
time between the consequent interactions and is a good indicator of the strength
of friendship ties. If two individuals interact frequently, then it implies that they
share a strong relationship, which translates to greater trust. We propose to use
the inverse Gompertz function shown in Eq. Hdl to quantify the interaction time
gap, where, b and ¢ are system-defined constants and ¢ is the time in months.

I(t)=1—¢te" (4)
The aforementioned parameters are combined by the Evaluator to arrive at a
single value for ToP, as follows, ToP = w1 X E4+ws X T4+ w3 X L4+w4 X F+ws X I,
where, w; is the application specific weight of each parameter.

u Low Medl Med2 High Hroc v, L M H VH
1 .
0 - ‘ 0 ‘
0 010203 0405 06 07 08 09 1 0 01 02 03 04 05 06 07 08 09 1
(a) Membership function for QoC and ToP (b) Membership function for ToC

Fig. 2. Membership functions of input and output linguistic variables

Fuzzy Inference System. Our proposed framework employs fuzzy logic to cal-
culate a comprehensive trust rating for each contribution, referred to as the Trust
of Contribution (ToC). We cover all possible combinations of trust aspects and
address them by leveraging fuzzy logic in mimicking the human decision-making
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process. The inputs to the fuzzy inference system are the crisp values of QoC
and ToP. In the following, we describe the fuzzy inference system components.
Fuzzifier: The fuzzifier converts the crisp values of input parameters into a lin-
guistic variable according to their membership functions. In other words, it de-
termines the degree to which these inputs belong to each of the corresponding
fuzzy sets. The fuzzy sets for QoC, ToP and ToC are defined as:

T(QoC)=T(ToP)={Low, Med1, Med2, High}, T(ToC)={ VL, L, M, H, VH}
Fig represents the membership function of QoC and ToP and Figi2(b)| de-
picts the ToC membership function. We used trapezoidal shaped membership

functions since they provide adequate representation of the expert knowledge,
and at the same time, significantly simplify the process of computation.

Inference Engine: The role of inference engine is to convert fuzzy inputs (QoC
and ToP) to the fuzzy output (ToC) by leveraging If-Then type fuzzy rules.
The combination of the above mentioned fuzzy sets create 4*4=16 different
states which have been addressed by 16 fuzzy rules as shown in Table[l Fuzzy
rules help in describing how we balance the various trust aspects. The rule
base design is based on our experience and beliefs on how the system should
work. To define the output zone, we used maz-min composition method as:

pr(roc)(ToC) = max[Xe?](zﬁP) (ux (ToP), py (QoC))], where pa(r) denotes
Y ET(QoC)

the degree of x’s membership to a fuzzy set A. The result of the inference engine
is the ToC which is a linguistic fuzzy value.

Table 1. Fuzzy rule base for defining ToC according to QoC and ToP

Rule no. if QoC and ToP Then ToC Rule no. if QoC and ToP Then ToC

1 Low Low VL 9 Med2 Low M
2 Low  Medl L 10 Med2 Medl H
3 Low  Med2 L 11 Med2 Med2 H
4 Low High M 12 Med2  High H
5 Med1 Low L 14 High Low H
6 Medl Medl L 14 High  Medl H
7 Medl Med2 M 15 High  Med2 VH
8 Medl High M 16 High High VH

Defuzzifier: A defuzzifier converts the ToC fuzzy value to a crisp value in range
of [0, 1] by employing the Centre of Gravity method (COG) [24], which computes
the center of gravity of the area under ToC membership function.

To summarize, once a campaign is launched, participants begin to send a series
of contributions. For each contribution, the Evaluator computes a value for QoC
and ToP. These values are fed to fuzzy inference engine which calculates ToC for
that contribution. The server utilizes the ToC to provide useful statistical results.
For example, only contributions with a TOC greater than a certain threshold
could be considered as trustable. Moreover, the ToP values could be used to
select a list of trustable candidates for recruitment in future campaigns.
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4 Experimental Evaluation

This section presents simulation-based evaluation of the proposed trust system.
The simulation setup is outlined in Section .1 and the results are in Section

4.1 Simulation Setup

To undertake the preliminary evaluations outlined herein, we chose to conduct
simulations, since real experiments in social participatory sensing are difficult
to organise. Simulations afford a controlled environment where we can carefully
vary certain parameters and observe the impact on the system performance.
We developed a custom Java simulator for this purpose. We simulate an online
social network where 50 members participate in 200 campaigns, producing one
contribution for each. In the ideal case, for each contribution, we would have
computed the value of each of the underlying parameters discussed in Section [3.2]
based on some typical probabilistic distributions. However, this would make
the simulations quite complicated. Moreover, this exercise would digress from
the primary objective of the evaluations: to evaluate if social trust is a useful
contributor to the overall trust in social participatory sensing. For the sake of
simplicity, we therefore, assign a random value of ToP to each participant and a
random value of QoC for each contribution, both in the range of [0, 100], based
on criteria specific to the scenarios and leave extra investigation for future work.

Recall that, the goal of the trust framework is to assign a trust rating to each
contribution which is further used as a criterion to accept/reject the contribution.
As such, in the evaluations, we artificially create circumstances in which, some
participants contribute poor quality data for a certain number of campaigns.
We want to investigate if our trust framework is able to identify this behaviour
and revoke untrusted contributions in a robust manner. In order to create all
possible combinations of QoC and ToP, we assume that participants belong to
one of the following four categories, each of which resembles one type of friend
in a typical social participatory sensing system:

Category 1: Participants with high ToP (ToP>50) and high QoC (QoC>50).
Category 2: Participants with low ToP (ToP<50) but high QoC (QoC>50).
Category 3: Participants with high ToP (ToP>50) but low QoC (QoC<50).
Category 4: Participants with low ToP (ToP<50) and low QoC (QoC<50).

The threshold 50 used above for a trustworthy participant/contribution has also
been used previously in [19)25]. Friends that belong to Category 1 would gener-
ally be more willing to volunteer and contribute data. As such, we assume that
Category 1 contains more participants (20), in comparison with the other 3 cat-
egories, which contain 10 participants each. In the first scenario, we assume that
participants do not alter their behaviour and thus QoCs follow the category set-
tings throughout the entire simulation. In the second scenario, we assume that
participants can transition from one category to another (details in Section F.2]).
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As mentioned in Section [B] a ToC rating is calculated for each contribution
and those with ToC lower than a predefined threshold are revoked from further
calculations. The ToCs for the non-revoked contributions are then combined
to form an overall trust for that campaign. In other words, OverallTrust =
Z?:;LTOC in which, n is the number of non-revoked contributions. ToPs are also
updated based related QoCs. We consider the overall trust as the evaluation
metric. The greater the overall trust the better the ability of the system to
revoke untrusted contributions. Overall trust has a value in the range of [0, 100].

We compare the performance of our framework against a baseline system,
which only considers QoC for evaluating the trust of each contribution. In order
to study the effect of other trust aspects, we incrementally add them to the
baseline to see how considering each aspect influences trust. Specifically, we
compare the following: (1) Baseline: where ToC = QoC' (2) Baseline-Rep: which
follows the approach in [19] by calculating a reputation score for each participant
according to the QoC of his successive contributions. This reputation score is
used as a weight for QoC. In other words, ToC = y/Rep* QoC (3) Average:
which includes ToP but computes the ToC simply as an average of ToP and
QoC (4) Fuzzy: our proposed framework.

The revocation threshold is set to 50. Recall that, when ToP is updated, it is
decremented by « if the QoC is below a threshold; otherwise it is incremented
by 5. We set the QoC threshold to 50 and « and § to 2 and 1, respectively.

4.2 Simulation Results

We first present the simulation results for the first scenario. Figure Bl depicts the
evolution of the average overall trust as a function of the number of campaigns.
As shown in the figure, our fuzzy trust method outperforms all the other meth-
ods. This confirms its success in mimicking the human trust establishing process
by correct settings of fuzzy rules. In particular, we have set the rules in a way
that results in early detection and severe punishment of untrusted contributions
and also put greater emphasis on highly trusted contributions. The former has
been done by assigning a very low(VL) value to ToC in case of low ToP and
QoC (i.e., Rule no. 1 in Table. [Il), whereas the latter has been obtained through
assigning very high(VH) value to ToC in case of high QoC and above average
ToP (i.e., Rule no. 15 and 16 in Table. [IJ).

Fig. [ depicts two ordered lists provided by trust server. The first list sorts
the participants in a descending order of their ToPs. This can be used as a
suggestion list for data consumer for future recruitment of participants. The
second list provides an ordered list of contributions according to the descending
order of ToCs, which can help the data consumer to select the most trustable
contributions based on a certain configurable threshold.

Next, we present results for the second scenario, wherein, the behaviour of
the participants can change with time, which may result in a transition from
one category to another. This scenario allows us to observe the performance of
the schemes in the presence of noise. For example, consider a participant who
is initially highly trusted and provides high quality data and thus belongs to
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category 1. After some time, this participant contributes low quality data for
some campaigns. This may be because of incorrect operation of mobile device
for the purpose of the sensing task (e.g., capturing unfocussed pictures). In this
scenario, we assume that 15 participants transition from category 1 to category
3. In other words, the total population of the 4 categories changes from (20, 10,
10, 10) to (5, 10, 25, 10). The transitionary period lasts from the 20th to 60th
campaign. Following this, the 15 participants transition back to category 1 and
we return to the initial population distribution.

Fig. [l shows the evolution of overall trust as a function of the number of
campaigns in the Average and Fuzzy methods (the two Baseline methods are
excluded, since we want to compare ToP related methods). There is a decrease
in overall trust for both methods in the transition period, due to an increase in
the number of category 3 participants, who produce low quality contributions.
However, the fuzzy method is more robust at limiting the effect of these bad
contributions and still achieves an acceptable level of trust. This is due to the
correct adjustment of fuzzy rules such as rule no. 6 in Table. [I] which assigns a
low trust rating to low quality contributions, which leads to their revocation.

As can be seen in this figure, there is a small decrease in overall trust after the
transitionary period. The reason is that when participants transition to category
3, they begin providing low quality contributions, which in turn, results in low
ToP for them (Recall that ToP is updated according to QoC). By transitioning
back to category 1, they resume providing high quality contributions. But since
ToP is still low, the obtained ToC is a value that is lower than before, but
greater than revocation threshold. So, these contributions are not revoked and
considered in overall trust calculation, which makes the aforementioned decrease.
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Fig. [ presents summary results for both scenarios, averaged over 300 cam-
paigns. Observe that the proposed fuzzy framework outperforms all other schemes
in both scenarios. In particular, our scheme demonstrates high robustness to
noisy contributions (scenario 2), as compared to the other schemes under con-
sideration.

5 Conclusion

In this paper, we proposed an application agnostic trust framework for social
participatory sensing system. Our system independently assesses the quality of
the data and the trustworthiness of the participants and combines them via fuzzy
inference engine to arrive at a comprehensive trust rating for each contribution.
Simulations demonstrated that our scheme increases the overall trust by over
15% as compared to the Baseline method. As future work, we plan to extend
the simulation scenarios to demonstrate the robustness of proposed framework.
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