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Abstract. Cooperative Automatic Retransmission Request (C-ARQ)
schemes allow those users which overhear a transmission to act as spon-
taneous relays when a packet has been received with errors at destination.
When these users assist a source-destination pair in the retransmission
process, the area exposed to the original transmission increases in com-
parison with non-cooperative ARQ schemes. In addition, the extension of
the transmission time, due to the retransmissions, increases the vulnera-
bility of a transmission to the hidden terminal problem. The paper pro-
vides a performance analysis of the hidden and exposed terminal effects
in an 802.11-based wireless network where a C-ARQ scheme is executed
at the Medium Access Control (MAC) layer. The presented analysis is
supported by computer-based simulations.

1 Introduction

In this paper we analyze the hidden and exposed terminal problems in the con-
text of Cooperative Automatic Retransmission Request (C-ARQ) schemes.When
a C-ARQ scheme is executed at the Medium Access Control (MAC) layer, com-
munication takes place in four steps whenever a data packet is received with un-
recoverable errors at destination. First, the source transmits a data packet to the
destination. Note that, due to the broadcast nature of the wireless channel, this
transmission can be overheard by some of the stations within the transmissions
range of the transmitter besides the intended destination. Second, the destination
broadcasts a Call for Cooperation (CFC) packet. This packet invites all the po-
tential helpers, i.e., those users which were able to decode the original transmis-
sion from the source, to assist in the transmission. Some of them become active
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relays (helpers) and a cooperation phase is initiated. In the third step, all the ac-
tive relays attempt to assist the destination by retransmitting copies of the original
transmission. These copies might be exact, recoded, compressed, or simply ampli-
fied versions of the original transmission [1]. Although the relays or helpers might
transmit orthogonally in time, frequency, or code, wewill focus on time-orthogonal
retransmissions, which might have a simpler implementation. Finally, the destina-
tion attempts to combine the different independent copies of the original packet
and acknowledges, either positively or negatively, the reception or reconstruction
of the original packet. The cooperation phase is finished.

Several works in the literature have evaluated C-ARQ schemes from a fun-
damental point of view [2,3,4]. These works focus on the analysis at the PHY
layer and usually assume simplified topologies with just one relay or in single-
hop scenarios. These works have shown that C-ARQ can significantly increase
the performance of wireless communications. However, still more work has to be
done in upper layers of the protocol stack in the light of practical application
of C-ARQ. This is the motivation for the main contributions presented in this
paper, which are:

1. Theoretical analysis of the channel utilization factor of an 802.11-based net-
work in the presence of hidden and exposed terminals when a C-ARQ scheme
is executed at the MAC layer.

2. Evaluation of a practical case study wherein the relays of a C-ARQ scheme
transmit orthogonally in time.

Extensive computer simulations have been carried out to assess the accuracy of
the theoretical analysis and, for the practical implementation of the C-ARQ, we
have focused our work on the Persistent Relay CSMA (PRCSMA) protocol first
described in [5] and further analyzed in [6].

The rest of the paper is organized as follows. In Section 2 we explain the
hidden and exposed terminal problems and we discuss them in the context of
C-ARQ schemes. In Section 3 we analyze the utilization factor of a network
executing a C-ARQ scheme at the MAC layer and taking into account both
the hidden and the exposed terminal problems. In Section 4 we conduct both
numerical evaluation and computer simulations to assess the performance of a
network in the presence of hidden and exposed terminals when a C-ARQ scheme
is executed at the MAC layer. Finally, Section 5 concludes the paper.

2 Problem Statement and Discussion

The presence of hidden and exposed terminals in 802.11-based wireless networks
has a direct impact on the performance of the communications. We evaluate in
this paper how the execution of a C-ARQ scheme at the MAC layer modifies
these two problems. The fact that the active relays become transmitters and
receivers at some point in time forces us to revisit the hidden and exposed
terminal effects on the overall performance of the network.
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The first observation is that the vulnerability period of a transmission to a
hidden terminal is extended if retransmissions are required. If a cooperation
phase is initiated, then the channel has to be reserved for enough time as to
ensure that the cooperation phase can be completed. For this time, collisions can
occur due to the hidden terminal problem and the exposed terminal problem
is exacerbated. However, the essence of the hidden terminal problem remains
unaltered. By definition, a hidden terminal lies in the transmission range of the
destination but out of the range of the current transmitter. However, in a C-
ARQ scheme, the destination of a message does not change and, in addition, the
helpers do not expect any ACK for their retransmissions (they are not receivers).
In addition, it is worth observing that the relays can be hidden terminals for
other third transmissions thus affecting the overall performance of the network.
The increase of the offered load including retransmissions must be taken into
account when evaluating the effects of the hidden terminals.

Regarding the exposed terminal problem, it has to be noted that whenever
a destination station calls for cooperation, new transmitters appear in its sur-
rounding area, changing the otherwise simple scenario formed by a transmitter
and a receiver. The fact that some neighbors become active transmitters, and
thus occupy the channel, extends the area exposed to the original transmission
from the source to the destination.

In the next section we provide a comprehensive insight and analysis of the
problem and we compute the throughput of a network considering the hidden
and exposed terminal problems within the context of a C-ARQ scheme. We
first consider the operation of the network without C-ARQ and we then discuss
how the execution of a C-ARQ scheme with time-orthogonal relays modifies the
analysis.

3 Throughput Analysis

3.1 Scenario and Definitions

We consider an ad hoc network formed by an arbitrary number of mobile stations
spread out uniformly in a given network area. All the stations contribute equally
to the total offered traffic load, which we assume to be generally distributed
and to have a mean value of g packets per second where g includes originally
generated packets and retransmissions (including those performed by the relays).
The size of the data packets is also generally distributed and has a mean value
of P bits per packet. The network operates in finite load conditions. Therefore,
we can define the throughput of the network as

U(g) = ULOS(g)e2(g), (1)

where ULOS is the throughput of a network wherein all the stations are in the
transmission range of each other (Line Of Sight, LOS) and e2 is the throughput
reduction factor due to the collisions caused by hidden terminals. For convenience
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and in order to clarify the notation, we drop henceforth the dependence of these
terms with g in the notation. The term ULOS can be computed as

ULOS =
S

B + I
. (2)

S is the average effective data packet transmission time, B is the average duration
of a busy period (including the transmission of data and control as well as
collisions), and I is the average duration of an idle period wherein the channel
remains idle. The computation of the terms S, B and I can be found in [7].

3.2 Throughput with Hidden Terminals

Following the terms in (1), we now consider the hidden terminal problem to
compute the value of e2. In this case, the probability of success of a transmission
depends on the probability that no node within the transmission range of the
intended receiver initiates a transmission. This probability is derived in [8] within
the context of a CSMA-based protocol and can be expressed as

e2 =

[
I

B + I
pTs/τ

]N−1

, (3)

where N is the quotient of stations that are in LOS with a specific station to the
stations that can affect the transmission of this station. The stations that can
affect the current transmission are those that are at a maximum distance r from
the receiver and farther than r from the transmitter and can thus be within the
transmission range of the receiver but not the transmitter. Therefore, if ρ is the
nodes’ density and r is the transmission range of each station, then

N = ρπ (2r)
2
/ρπr2 = 4. (4)

3.3 Throughput with Exposed Terminals

We now turn the focus to the analysis of the exposed terminal problem. It is
important to note that this problem does not reduce the throughput as computed
with (1), but it prevents it from becoming higher. In fact, it is possible to express
the ideal throughput that would be achievable in the case that exposed stations
could know when to transmit and when to defer the transmissions to avoid either
misused or waste of resources as

U = U(g) + U(ge). (5)

In this expression, ge represents the additional data traffic rate (packets per
second) that would be transmitted in the network if the exposed terminal prob-
lem was solved. In order to compute this, let us assume that there exists an
ideal mechanism that allows stations to know when they should transmit or
not, always respecting ongoing transmissions but avoiding the exposed terminal
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problem. The probability that a deferral period occurs because the medium is
busy is determined by the probability that the medium is busy, which is equal
to B/(B + I), times the probability that a packet arrives within a slot, which
is (1 − p). Therefore, if stations can know when to transmit during another
transmission and when not, then a ratio

β =

(
B

B + I

)
(1− p)

(
E2

E

)
(6)

of additional transmissions will occur in the medium simultaneously with ongoing
transmissions and without incurring in a collision. The fraction E2/E represents
the ratio of the number of terminals exposed to an ongoing transmission to the
total number of terminals in the transmission range of a transmitter. This terms
has be derived in [7] and is equal to 0.42.

This means that an extra proportion of traffic load ge, also expressed in pack-
ets per second, would be transmitted in the network, such that the probability
that a packet arrives in a time slot is β. Then, the computation of ge from
β is simple if we know the distribution describing the packet generation rate.
An example of this will be presented later in Section 4 where some numerical
evaluation is performed.

3.4 Throughput Analysis with C-ARQ

Let now investigate how the use of a C-ARQ scheme modifies the analysis de-
scribed throughout the previous subsections. It is worth observing that the du-
ration of a successful transmission can be expressed as

T ′
s = Ts(1− pe) + (Ts + TCOOP ) pe, (7)

where pe is the probability that a packet is received with errors and thus cooper-
ation is requested. Therefore, if there is no error, the duration of a transmission
is determined by the regular operation of the IEEE 802.11 Standard, denoted
by Ts. However, in the case of an error, the duration of a successful transmission
is equal to Ts plus the duration of the cooperation phase, denoted by TCOOP .
This duration is determined by the number of required retransmissions and the
MAC protocol used to coordinate the relays. Accordingly, it will be necessary
to consider this new transmission time when either evaluating the hidden or the
exposed terminal problems.

First, and as mentioned before, it is necessary to consider that the vulnera-
bility period for any transmission is longer, as T ′

s > Ts if pe �= 0.
In addition, since the relays also take part in the communication, the exposed

area is enlarged when compared to a non-cooperative ARQ scheme. In this case,
the ratio of additional transmissions that could be performed if the exposed
terminal problem is avoided can be determined by

β′ = β(1− pe) + βC−ARQpe. (8)
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Fig. 1. Exposed Area (description)

The value of β is the same as the one computed with (6). For the computation
of βC−ARQ it is necessary to consider the area exposed to the retransmissions by
the relays, which is different from E2. To proceed with this analysis we support
our discussion with Fig. 1.

In this figure we consider that station T is transmitting a packet to a desti-
nation D, located at a distance d, which, by definition, is lower or equal than r
(transmission range of T). The potential relays for this communication lie within
the overlapping area of the transmitting and receiving ranges of both T and D,
respectively. Regarding the exposed terminal problem, the worst case will cor-
respond to the one when the exposed area is maximized. This happens when
the relays are placed at the edges of the overlapping area of the transmission
ranges of T and D. Therefore, if we want to compute the total area that can be
affected by the exposed terminal problem, we should consider the area within
the limits defined by the infinite circles of radius r whose centers can be placed
along the edge of the overlapping area of the transmission ranges of T and D.
As it is shown in the figure, in order to compute this area, it is possible to define
two symmetry axes which define four regions with equal areas.

To make the exposition clearer, let have a look at Fig.2. We can compute the
exposed area as four times: i) the area of the stripped sector of radius (r+d) and
angle α, plus ii) the area of the shadowed sector of radius r and complementary
angle of α (i. e., π/2 − α), minus iii) the area of the triangle delimited by the
vertices DOZ. Accordingly, the area subject to the exposed terminal problem,
denoted by EC−ARQ, can be computed as
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Fig. 2. Exposed Area (calculation)

EC−ARQ = 4
[
As(r + d, α) +As(r,

π

2
− α)−At

]
. (9)

As(a, b) denotes the area of a sector of radius a and angle b, and can be computed
as A(a, b) = (1/2)a2b. At is the area of the triangle formed by the vertices DOZ,
which can be computed as

At = [(d/2) r sin(α)] /2. (10)

By simple observation of the figure it is possible to write that α = arccos(d/2r )
and, finally, the ratio of additional traffic that could be transmitted if the exposed
terminal problem was solved can be expressed as

βC−ARQ =

(
B

B + I

)
(1− p)

(
EC−ARQ

E

)
. (11)

With this value it is possible to compute the value of β′ in (13) and thus evaluate
the impact of the increased exposed area due to the use of a C-ARQ scheme at
the MAC layer.

In the next section we present some numerical evaluation with a practical case
study, also supported by computer simulations.
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4 Performance Evaluation

4.1 Scenario

In this section we evaluate the performance of two different ad hoc IEEE 802.11
scenarios:

1. An homogeneous layout where a number of M = 5 users are in LOS condi-
tions and, according to (4), a total of 4M = 20 terminals are located in the
surroundings of these users, homogeneously distributed. In this scenario we
assume that the RTS/CTS handshake is able to completely solve the hid-
den terminal problem so that we can focus on the analysis on the exposed
terminal problem.

2. The same scenario as before, but considering that the exposed stations can
know when they can transmit or not. By comparing this case with the previ-
ous one, it is possible to evaluate which the impact of the presence of exposed
stations in a network is.

We have used the theoretical analysis presented in the previous section and
we have also supported the results with simulations carried out with a C++
simulator. The simulator executes the protocol rules without using any of the
theoretical expressions presented in this paper. In all cases, the average packet
error probability has been fixed to pe = 0.5 for the transmission of data and
pe = 0 for control packets due to the use of the most robust coding and mod-
ulation scheme used for the control plane. The channel between the relays and
the destination is assumed to be error-free as we assume that the active relays
are very close to the destination. Although any other value could be used, we
assume that exactly two successful retransmissions from the relays are required
to attempt to decode the original packet at destination. Regarding the offered
load to the network, we assume a homogeneous traffic distribution (all the sta-
tions contribute equally to the total offered load) and generate Poisson traffic
with parameter g and thus

p = (gτ)0

0! e−gτ = e−gτ ,

p1 = (gτ)1

1! e−gτ = gτe−gτ ,

β′ = 1− egeτ => ge =
− ln(1−β′)

τ .

(12)

The length of data packets has an exponential distribution with average 1500
bytes. According to [9], these are the size and distributions that better represent
the data traffic of a WLAN. The rest of the parameters for both analysis and
simulation are summarized in Table 1.

For each scenario, two ARQ schemes are compared:

1. Plain ARQ, if retransmissions are requested from the original source station.
2. C-ARQ, if retransmissions are requested from a number of relays which

overheard the original transmission.
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Table 1. System Parameters

Parameter Value Parameter Value

Data Tx. Rate Source 6 Mbps Ctrl. Tx. Rate Source 6 Mbps

Data Tx. Rate Relays 54 Mbps Ctrl. Tx. Rate Relays 6 Mbps

MAC header 34 bytes PHY preamble 96 μs

DIFS 50 μs SIFS 10 μs

ACK length 14 bytes SlotTime (τ ) 10 μs

RTS length 20 bytes CTS and CFC length 14 bytes

Required retx. 2 Packet error prob. (pe) 0.5

For the execution of the C-ARQ, we consider that the relays use the Persistent
Relay CSMA (PRCSMA) protocol described in [5] (and further analyzed in
[6]) to gain access to the channel. For completeness we review the operation of
PRCSMA in the following subsection.

4.2 PRCSMA Overview

PRCSMA is a protocol designed to coordinate the retransmission of the relays in
a C-ARQ scheme. Whenever a destination receives a data packet with errors, it
broadcasts a CFC packet. All the users which overheard the original transmission
and receive this CFC packet become active relays and contend to get access to
the channel in order to assist the destination. The operation of PRCSMA is
essentially based on the rules of the IEEE 802.11 MAC protocol, except for the
two following modifications:

1. The relays perform a backoff right after receiving the CFC broadcast by the
destination asking for cooperation. This initial backoff is necessary to avoid
a certain collision among all the relays willing to cooperate.

2. The relays do not expect any ACK for each retransmission as they are not the
original source of the transmitted packet. Therefore, the overhead associated
to the retransmissions can be reduced.

The closed-form equation to compute the value of TCOOP in (7) within the
context of PRCSMA can also be found in [5] and [6].

4.3 Results

The throughput, as defined in (1), is plotted in Fig. 3. The first observation is
the good match between the model and the simulations. Simulation results al-
ways show a slightly better throughput than those obtained with the theoretical
analysis. This is due to the assumption made in the theoretical analysis by which
we always consider the worst case in terms of exposed terminal area. Recall that
in the analysis we assumed that the destination is always located at the edge of
the transmission range of the source and that the relays are placed at the edges
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Fig. 3. Throughput

of the intersection of the transmission ranges of the source and the destination.
However, the results obtained through simulation show that the approximation
in the theoretical model is fairly accurate, as the difference between model and
simulation is always below 5%.

In terms of the exposed terminal problem, it is possible to see that there is
a remarkable difference between the performance of a network with and with-
out exposed terminals. In fact, this difference becomes more outstanding in the
cooperative case, where, as expected, the area exposed to the transmissions is
larger.

Therefore, it seems clear that the design of an efficient mechanism to combat
the exposed terminal problem will benefit both schemes (with and without C-
ARQ). Note that, as shown in Fig. 3, the performance of network with C-ARQ
could be improved in up to 100% if the exposed terminal problem could be
solved. This will be our motivation for future work.

5 Conclusions

We have evaluated in this paper how a C-ARQ scheme executed at the MAC
layer modifies the analysis of the hidden and exposed terminal problems in IEEE
802.11 networks.

The hidden terminal problem remains almost unaltered except for the fact
that the longer transmission times, due to retransmissions, are more vulnerable
to potential hidden terminal transmissions. On the other hand, both numerical
evaluation and computer simulations show that the C-ARQ scheme is more
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affected by the presence of exposed terminals than the non-cooperative ARQ
scenario due to the enlargement of the exposed area of any transmission when
a cooperative phase occurs. Therefore, a tradeoff should be carefully managed
between the improved performance attained by the C-ARQ scheme and the
exacerbation of the exposed terminal problem. Under some conditions, it may
not be suitable to execute cooperation.

Future work will be aimed at extending this model to include the theoretical
model of PRCSMA in the analysis and at designing efficient mechanisms to
combat the exposed terminal problem in the C-ARQ scenario.
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