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Abstract. 802.11p, also known as WAVE, is a standard protocol intended for 
future traffic systems in order to support safety and commercial non-safety 
applications for vehicular communication. 802.11p is modified from 802.11a, 
and both are based on OFDM. The main difference between 802.11a and 
802.11p is that the latter is proposed to use 10 MHz frequency bandwidth (half 
of bandwidth of 802.11a) in order to make the signal more robust against fading 
and increase the tolerance for multipath propagation effects of signals in a 
vehicular environment. In this paper, we investigate the performance difference 
between 802.11a and 802.11p for Vehicle-to-Infrastructure communication 
through real-world experiments. We measure contact duration and losses of 
802.11p and 802.11a in both LOS and NLOS environments. In addition, we 
investigate their throughput with different modulations over various distances 
between OBU and RSU to evaluate the feasibility of using rate adaptation for 
non-safety V-to-I applications.  
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1   Introduction 

To decrease the number of traffic accidents, the U.S. Federal Communication 
Commission (FCC) has allocated a 75MHz spectrum at 5.9GHz for vehicle-to-vehicle 
and vehicle-to-infrastructure communications. The proposed vehicular communication 
technology, known as the Dedicated Short Range Communication (DSRC), is currently 
being standardized by the IEEE [1, 2]. Many major car manufacturers have responded 
positively, and are actively working together in bringing this promising technology into 
reality [3, 4]. An IEEE 802.11 standard, called IEEE 802.11p [5], is designed as the 
basic model for DSRC, and can be used to provide safety and service applications for 
Intelligent Transportation Systems (ITS) in the vehicular environment. 

ITS include telematics and all types of communications in vehicles, between 
vehicles (V-to-V), and between vehicles and fixed locations (V-to-I). In general, the 
various types of ITS rely on radio services for communication and use specialized 
technologies [18]. DSRC is currently one of the most promising technologies related 
to automotive ITS. 



560 W.-Y. Lin et al. 

 

There are two basic types of nodes in a DSRC (also called WAVE) networks: an 
On Board Unit (OBU) is located on vehicles and acts as an IEEE 802.11 station, 
while a Road Side Unit (RSU) is deployed on the road side and serves as an IEEE 
802.11 access point. WAVE network can be operated in either infrastructure or ad-
hoc modes. In the infrastructure mode, OBU accesses the network via WBSS (Wave 
Basic Service Set), which is consists of by OBUs and RSUs. The stations that create 
the WBSS to provide the service are called “providers,” while those joining the 
service are called “users”. WAVE is comprised of two protocol stacks: the standard 
Internet Protocol (IPv6) and the WAVE short message protocol (WSMP), as shown in 
Figure 1. WSMP allows applications to directly control physical layer characteristics 
used in transmitting the messages, e.g., channel number and transmitter power. 
WSMs (WAVE short messages) are delivered to the corresponding application at a 
destination based on the Provider Service Identifier (PSID) [6]. In this paper, we 
perform our experiments using WAVE short messages to send and receive packets. 

 

Fig. 1. WAVE protocol stack. WAVE accommodates two protocol stacks: the standard Internet 
Protocol (IPv6) and the unique WAVE short message protocol (WSMP). 

The performance of 802.11a for vehicular communication has been studied 
extensively in simulations as well as on various testbed. However, as far as we know, 
there very few studies have been performed to understand the performance of 802.11p 
in a real-life scenario. Theoretically, the PHY layer of IEEE 802.11p PHY is pretty 
similar to that of IEEE 802.11a. The important PHY parameters for both the protocols 
are listed in Table 1 [8, 9]. In this paper, we set out to answer the following question: 
How much better is 802.11p for V-to-I communication compared to 802.11a in a real-
life situation? And does the performance of 802.11p match the expectations that 
people have for it? 
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Table 1. Comparison of the physical layer implementations used in IEEE 802.11a and IEEE 
802.11p 

 

2   Related Work 

WAVE (Wireless Access in Vehicular Environments) or, 802.11p, is an IEEE 
standard which provides enhancements to the physical (PHY) and medium access 
control (MAC) layers of 802.11a for vehicular communication. Many studies have 
proposed different wireless technologies for vehicle communications based on 
existing standardized wireless technologies, such as Infrared, GSM, DSRC, Wi-Fi, 
Wi-Max, Bluetooth, RFID, for communication under one umbrella for ITS [10]. 

The V-to-I architecture allows vehicles to communicate with some roadway 
infrastructure and can enable many promising ITS applications. For example, the 
speed and location of a vehicle to be transmitted to a central server directly or 
indirectly connected to the road side unit. This server will track the speed and location 
of all vehicles and will aggregate this data for ITS applications, such as determining 
the fastest path from a vehicle’s current location to its destination or identifying the 
location of an incident, among other applications [22]. There are also many 
applications that can be supported by a V-to-I communication network, such as web 
surfing, multimedia streaming, and real time car navigation. For example, some prior 
studies [23] have focused on the use of V-to-I for web applications. 

There have been a lot of studies focusing on DSRC, but most of them have used 
simulations for their evaluations. [13] proposed a vehicle-to-infrastructure (V-to-I) 
communication solution by extending IEEE 802.11p. They introduced a collision-free 
MAC phase with an enhanced prioritization mechanism based on vehicle positions 
and the overall road traffic density, and evaluated their protocol’s performance in 
Matlab. In [9, 12], the researchers used an NS-2 simulator to undertake a detailed 
simulation study of the performance of both DSRC and 802.11 for vehicular 
networks, and proposed a practical approach for IEEE 802.11 rate adaptation. In [14], 
an OMNeT++ simulator was used to evaluate the collision probability, throughput 
and delay of 802.11p. In [15], they used a QualNet simulator to compare two systems 
(WiMAX and 802.11p) for V-to-I communication under different vehicle speeds, 
traffic data rates, and network topologies. 

To the best of the authors' knowledge, few DSRC testbeds have been implemented. 
In [16], a GNURadio platform was used for the data transmission in a vehicular 
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network. [10] implemented XBee/Zigbee OBE (on-board equipment) and RSE (road-
side equipment) for vehicle communication (V-to-V and V-to-I), while in [17], they 
used an Aeroflex 3416 to collect measurement data. All of the above studies required 
an extra connection to a computer/laptop equipped GPS for their experiments. CAMP 
(Crash Avoidance Metrics Partnership) is a working group comprised of seven 
automotive companies for providing vehicle-based safety systems. [24] So far, their 
task is considering the crash imminent braking to develop and validate performance 
requirements and objective tests for imminent crash automatic braking systems. The 
test methods are evaluated with vehicle-to-vehicle crashes and vehicle-to-object 
crashes. Cohda Wireless [25] has completed more than 700 DSRC trials, for 15 
distinct DSRC use-case scenarios, in the USA, Italy and Australia. Their V-to-I 
scenario was executed with the RSU mounted in closed intersections and open 
intersections while a car traveled at 60 km/h, through and beyond an intersection with 
buildings on all corners. They compared the performance of the Cohda Radio to 
radios using WiFi chipsets configured for DSRC operation from several different 
manufacturers. They showed that the connection provided by the radio using a WiFi 
chipset is limited in range and capacity for data to be transmitted, making it 
unattractive for multiple user access. In contrast, we performed our measurement to 
measure the contact duration with varying speed in fixed range to identify how fast 
802.11p can connect to roadside station. In this work, we use an IWCU (ITRI 
WAVE/DSRC Communications Unit) [11] made by Industrial Technology Research 
Institute (ITRI), which is loaded with a Linux kernel 2.6.30 built-in processor and has 
16MB Flash and 64MB SDRAM for system memory. It implements IEEE 802.11p 
standard and operates at 5.85-5.925 GHz with built-in GPS capability.  

Finally, rate adaptation is one of the key mechanisms at the link layer that can be 
used to improve network performance. Several rate adaptation algorithms have been 
proposed in the literature. However, all the existing work in rate adaptation is all 
based on WiFi. In [12], a rate adaptation algorithm based on 802.11a was evaluated in 
an NS2 simulation for a single hop topology. [19] performed a series of 802.11a-
based outdoor experiments to compare the existing rate adaptation algorithms. In [20], 
the authors collected measurements from their 802.11-based mesh network to 
understand the correlation between SNR and distance, given the same modulation. In 
this work, we set out to examine the performance of 802.11p when different 
modulations are used. Specifically, we measure the throughput of an 802.11p link 
when different modulations are used at different distances. 

3   Trace Collection 

In this paper, we use the IWCU from ITRI. The IWCU serial products are meant to 
provide V-to-V and V-to-I communication enabling ITS applications ranging from 
safety to infotainment, as shown in Table 2 [11]. We look at three performance 
metrics of 802.11p in our experiments: contact duration, loss distribution and 
throughput when different modulations are used. The scenarios and parameter settings 
are explained in the following three subsections. 
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Table 2. IWCU Specifications 

Component RSU OBU 
Processor IXP422 266MHz 

Processing power 266MIPS 
System Memory 16MB Flash, 64MB SDRAM 

DSRC Radio 
IEEE 802.11p 5.85-5.925 GHz, 12dBm TX, -90 dBm RX 

Sensitivity 
Channel Width 10MHz/20MHz 

Antenna 5.9GHz, 2×5dBi 
Ethernet 10/100 Mbps (RJ-45) port × 1 with Auto Uplink™, Full-duplex 

GPS 

Receiver Type: 50 Channels(GPS L1 frequency, C/A Code,
GALILEO Open Service L1 frequency) 
A-GPS support、Active antenna ×1 
Sensitivity: -160 dBm (Tracking & Navigation) 

Dimension 300 × 250 × 80 mm 193 × 150 × 47 mm 
Pre-Standards Compliance IEEE 802.11p D6.0, IEEE 1609.3, IEEE 1609.4 

OS Linux, kernel 2.6.28 
System Services FTP, SSH, Telnet, HTTP 

3.1   Contact Duration 

In this experiment, we measure how long a car can maintain a connection with the 
road-side unit (RSU) when it passes the unit. We define the contact duration as the 
longest interval between when the first packet was sent by the car and the time when 
the last packet was received by the road-side unit. We start the car at a position where 
it is out of the radio range of RSU, gradually increasing the car’s speed and achieving 
the desired speed at the ‘start’ point. The same speed is maintained from the ‘start’ to 
‘end’ points. The distance between ‘start’ and ‘end’ is 200m, and the scenario is 
shown as in Figure 2. 

 

Fig. 2. Measurement of contact time 

3.2   Loss Comparison in LOS and NLOS Environments 

In DSRC the vehicles should send safety messages every 100ms and QPSK has been 
proposed for use as the desired data rate [2, 21]. Based on these suggestions, we set 
up our experiments, as shown in Table 3. 

Multipath propagation is one of the most important characteristics in vehicular 
communication. 802.11p employs a channel bandwidth of 10 MHZ (which is different 
from 802.11a) and can affect its ability to cope with multipath systems [7]. We perform 
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two sets of experiment, line-of-sight (LOS) and non-line-of-sight (NLOS), to validate 
whether 802.11p is better than 802.11a in an NLOS environment. 

To make a fair comparison, in our experiments we use the same power level, data 
rate, packet size, and sending rate for both 802.11a and 802.11p. We developed some 
C programs to transmit WSMP packets between OBU and RSU to collect the packet 
loss. For the 802.11a experiments, we used a laptop equipped with a 802.11a wireless 
card as the sender to generate the traffic and an 802.11a AP as the receiver. 

Table 3.  Comparison between 802.11a and 802.11p experiment parameter settings 

Parameter Setting 

Modulation QPSK (1/2) 

Transmit power 20 dbm (including antenna gain) 

Sampling rate 10 packets/s 

Sending time 3 minutes 

Packet size 100 bytes 

Packet type 
WSMP for 802.11p 
UDP for 802.11a 

Tool Implemented programs 

Traffic CBR, Round-trip 

Number of times 10 

3.2.1   Location and Methodology 
The experiments were performed on our campus. For the LOS experiment, we 
collected our data at a campus field which is approximate a 100 × 200 m2 area, as 
shown in Figure 3. For the NLOS experiment, we set up our testbed around a pond 
with some rocks and trees at its center, and the transmitter and receiver were placed at 
opposite sides of the pond, as shown in Figure 4. The devices were placed at a height 
of 3m on top of a pole. The distance between the transmitter and the receiver was 70m 
in both experiments. 

 

Fig. 3. For the LOS experiment, we measured on a campus field with no obstacles 
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Fig. 4. For the NLOS experiment, we measured at campus pond with a large rocky area and 
trees as an obstacle to introduce a multipath system 

3.3   Measurements for Different Modulations of 802.11p 
Four different modulations are supported by 802.11p, namely BPSK (1/2), QPSK 
(1/2), 16QAM (1/2), and 64QAM (3/4). Theoretically, their corresponding data rates 
are 3Mbps, 6Mbps, 12Mbps, and 27Mbps, respectively. We measured the throughput 
of 802.11p based on different modulation schemes for various distances. We used 16 
dbm (with 5 dbi omnidirectional antenna gain) as the transmission power level due to 
hardware limitations. The parameter settings are shown in Table 4. 

Table 4. Parameter settings 

Parameter Setting 

Modulation BPSK, QPSK, 16QAM, 64QAM 

Transmit power 16 dbm 
*1 Sending rate 27 Mbps 

Sending time 3 minutes 
*2 Packet size 1400 bytes 

Packet type WSMP 

Tool Implemented programs 

Traffic CBR, one-way 

Number of times 6 
*1 maximum data rate. *2 maximum packet size of WSM explained on [6] 

 
To avoid the disturbance of passers-by and moving cars, we collected our 

measurements at midnight. We placed the 802.11p devices at a height of 3m on top of 
a pole.  
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4   Results 

4.1   Contact Duration 

As there is no authentication/association process in 802.11p, it can set up a connection 
with the AP much faster than 802.11a can, as shown in Table 5. This means that a 
802.11p-equipped car can send much more data to the road-side unit than when 
802.11a is used. At the speed of 60Km/hr, the contact duration can be as long as 14 
seconds, which is able to support some TCP-based applications like Email or instant 
messaging (e.g. MSN). 

Table 5. Contact time 

802.11a Time (sec) 802.11p Time (sec) 
20 Km/h 4.5 20 Km/h 38.5 
40 Km/h 0 40 Km/h 19 
60 Km/h 0 60 Km/h 14 

4.2   Loss Distributions in LOS and NLOS Environments 

OFDM symbol provides a cyclic prefix called Guard Interval (GI). If the duration of 
GI is longer than the duration of all multipath signals following the first signal, the 
symbols can be restored and thus prevent the symbols suffering from inter-symbol 
interference (ISI). We repeated our experiments ten times to collect the data loss 
figures, as shown in Figure 5. In the LOS environment, the losses of 802.11p are close 
to zero. The highest loss rate among the ten experiments for 802.11p is 2.68%, even 
in the NLOS environment. Our results show that 802.11p is more robust against the 
multipath effect as compared to 802.11a. This is because 802.11p has doubled its GI 
(1.6 us), and, as a result, the multipath effect can be effectively mitigated, and hence it 
has less loss compared with 802.11a.  

 

Fig. 5. The distribution of consecutive packet losses  
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In addition, by counting the sequence number of transmitted packets, we can 
investigate the distribution of consecutive packet losses, which indicate how bursty 
the loss is. As shown in Figure 6, we can find that the packet losses in 802.11a are a 
bit burstier than that in 802.11p. 

  

Fig. 6. The cumulative distribution function for consecutive losses and the number of 
occurrences 

4.3   Measurements for Different Modulations of 802.11p 

Finally, to understand the performance of 802.11p under different bit rates, we 
measure the throughput of 802.11p over various distances. Theoretically, different 
modulations have different sensitivity levels.  

The sensitivity level is defined as 

Sensitivity = Rx noise floor + SNRmin (1)

where the SNRmin is the minimum SNR needed to obtain the wanted BER. A higher 
bit-rate requires a higher SNR; hence, the transmitted signal experiences degradation 
as the distance between the sender and receiver increases, as a receiver with a high 
bit-rate is not available to decode bits and this may introduce high bit error rate. As 
shown in Figure 7 and Figure 8, the achievable throughput of 802.11p is significantly 
lower than its theoretical counterpart (here we use the log-normal path loss model to 
model the radio propagation and calculate the theoretical throughput), although their 
curves are quite similar. The highest achievable data rate using 64QAM is about 18M 
when the car is very close to the road side unit (< 25m).  The longest distance we can 
achieve with a throughput greater than 2M is 150m, when BPSK is employed. Such a 
distance and data rate might be sufficient to use the road-side unit as a gateway to the 
Internet and provide some Internet-based applications for the car.  In addition, we 
observe the variation of throughput becomes larger when we increase the data rate 
from BPSK to QAM, which is particularly obvious when the car and the road side 
unit are at a closer distance, as shown in Figure 8.  
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Fig. 7. Theoretical throughput using different modulation over various distances 

 

Fig. 8. The 802.11p throughput using different modulations from our testbed 

For the non-safety communication of WAVE, the adaptation of the data rate should 
be carefully considered to achieve acceptable performance. In this work, we measured 
the throughput of different modulations over different distances. Our results suggest 
that, when using DSRC, if the car is far from the road side unit (> 150m), sending the 
data using a low data rate could achieve better network performance. When the car is 
close to the road side unit (< 25m), the system might then want to switch to a higher 
data rate so that it can send more data.   

5   Conclusions and Future Work 

In this paper, we perform extensive experiments to understand the performance of 
802.11p in a real-world scenario, as compared to traditional WiFi, which has been 
used by most researchers working on V-to-I communication. We find that, as 
compared to 802.11a, the contact duration between car and the road side until is much 
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longer when 802.11p is used, because the latter does not require any authentication 
process before setting up a connection. We show that the losses of 802.11p are also 
significantly lower than those of 802.11a in both LOS and NLOS environments. 
Finally, we find that the throughput of 802.11p is only around half of its highest 
theoretical rate. When the highest rate is selected, the throughput could quickly drop 
to zero when a car moves away from RSU (e.g. > 40m). On the other hand, when the 
BPSK is used, a stable throughput of at least 2MB can be maintained between the car 
and the road side until for as far as 150m.  In future work, we will look at the effects 
of other parameters, such as transmission power, user mobility, and interference, on 
the performance of 802.11p for V-to-I communication. 
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