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Abstract. This paper presents a new routing metric for mobile ad hoc networks. 
It considers both coverage area as well as link expiration information, which in 
turn requires position, speed and direction information of nodes in the network. 
With this new metric, a routing protocol obtains routes that last longer with as 
few hops as possible. The proposed routing metric is implemented with Ad Hoc 
On-Demand Distance Vector Routing (AODV) protocol. Thus, the performance 
of the proposed routing metric is tested against the minimum hop metric of 
AODV. Simulation results show that the AODV protocol with the new routing 
metric significantly improves delivery ratio and reduces routing overhead. The 
delay performance of AODV with the new metric is comparable to its minimum 
hop metric implementation.  

Keywords: Mobile ad hoc network routing, Link Expiration Time, reliable 
coverage area, AODV. 

1   Introduction 

As nodes are deployed randomly in ad hoc networks, they need to form and maintain 
a network automatically. Thus, the role of a routing algorithm becomes crucial [1, 2] 
in such networks. Node mobility increases complexities of routing even further due to 
frequent link breakages. These link breakages increase routing control overhead and 
reduce efficiency of the network due to the increased frequency of the route discovery 
process; therefore, treatment of link breakages in Mobile Ad hoc Networks 
(MANETs) is very important. There are a number of proposals in the literature to 
address this problem. Reference [3] proposes Associativity-Based Routing (ABR) in 
which each node periodically transmits beaconing ticks to identify itself. The metric 
used for route selection is the number of ticks received at the receiving node. If a 
large number of ticks are received, then the route is considered stable. However, there 
is a substantial increase in overhead in ABR due to these periodic beaconing signals. 
Another adaptive protocol is Signal Stability-Based Adaptive Routing (SSA) [4] 
which uses signal strength as a metric to select the most reliable route. It selects links 
with higher signal strength. However, higher signal strength is an indication of shorter 
distance between two nodes. Therefore, nodes close to each other in the route 
selection process will increase the hop count between the source and the destination, 
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which in turn increases end-to-end delay in the network. References [5] and [6] 
present an algorithm that is useful for link stability estimation when the node’s 
movements are random. Link properties in this algorithm are based on a random way 
point mobility model. Reference [7] presents an algorithm that analyses the link 
lifetime and expected link change rate of MANETs by using a distance transition 
probability matrix. Link properties in this algorithm are based on the smooth mobility 
model. The algorithms, mentioned in [5, 6] and [7], are based on probabilistic 
approaches. The reliable distance based routing metric for reliable route selection in 
the AODV protocol is investigated in [8]. Neighboring nodes that lie farther than 
reliable distance (which is less than transmission range) are not considered during 
route selection by a node. As links between the nodes present within a reliable 
distance are still decided on the basis of the minimum hop criteria of AODV, thus this 
metric tries to select the next hop neighbor that lies near the periphery of the reliable 
distance region of a node. Therefore, the chances of early breakage of a route increase 
greatly even with a small increase in the relative speed of mobile nodes. 

That is why the routing metric in MANETs’ routing protocol needs to co-operate 
with location as well as mobility. In this context, this paper presents a new reliable 
coverage area (RCA) based LET routing metric. This metric helps in selecting reliable 
as well as relatively more stable links. The outer periphery of RCA helps to avoid 
frequent link breakage by avoiding nodes on the edge of transmission range, while the 
inner periphery of RCA helps to minimize end-to-end delay by avoiding closely 
spaced nodes. This routing decision scheme is implemented in the AODV protocol, 
and is tested via simulations. 

The remainder of the paper is organized as follows. Section 2 surveys related 
studies and provides background. Section 3 presents a description of the proposed 
routing metric. Simulation environment information and results are presented in 
section 4. Finally, conclusions are presented in Section 5. 

2   Related Work 

2.1   AODV Overview 

Ad Hoc on Demand Distance Vector (AODV) is one of the most promising reactive 
routing protocols [9]. The proposed routing metric was tested on AODV and 
performance of the new metric is measured against the minimum hop metric. AODV 
uses four sets of messages, namely route request (RREQ), route reply (RREP), route 
error (RERR) and periodic beacons (HELLO). The route discovery mechanism is 
initiated on demand from a source node to reach to a destination node using RREQ. 
The neighboring nodes will re-broadcast RREQ during time slot [0 , 10 ] 
randomly. As RREQ propagates through the network, a reverse path is created by 
intermediate nodes towards the source node. The RREP message is generated by the 
destination node when it receives the RREQ or by the intermediate node if this 
intermediate node has a fresh route toward the destination. The route error (RERR) 
message is used when there is a link breakage. AODV relies on medium access 
control layer messages to identify route errors. HELLO messages are used for 
monitoring the link status among the neighboring nodes. AODV uses a single path in 
its routing table for each destination. 



468 I. Ahmed, K.E. Tepe, and B.K. Singh 

2.2   Coverage Area Analysis 

An additional coverage area analysis is comprehensively presented in [10] for a static 
network. In this subsection, we describe some of those results that are pertinent to our 
work. The additional area coverage depends on the distance between two nodes and 
the transmission radius. Fig. 1 illustrates this dependency between the distance and 
transmission radius. Let us consider two nodes  and  located at a distance of  
meters (m) apart, and their transmission radii is  (m). 

 
 
 
 
 
 
 
 
 
 
 

Fig. 1. Coverage area analysis for static network  

Here,  is sending a message and  is forwarding this message. Let  and  be 
the area covered by the nodes  and , respectively. The additional area that node  
can cover is shaded, denoted by , and given by | | | |  – | | –  . (1) 

Here,  is the intersection area of two circles centered at two points located at 
a distance of  apart, and is given by 

 (2) 

For  = , the additional coverage is the largest, and is given by –  √ 0.61  . (3) 

Equation (3) shows that a node lying at the edge of transmission range of the previous 
node can provide an additional 61 percent coverage over what has already been 
covered by the previous node. 

The above discussion is valid for static networks. However, mobile networks offer 
different challenges. Fig. 2 illustrates the effect of mobility on an additional coverage 
area. Forwarding node ( ), located inside the transmission radius of mobile node 
( ), provides the largest additional coverage for ’s messages. However, being a 
border node, it can move out of transmission range of  any time, and how long it 
can serve for  depends on its relative speed and direction. 

In contrast to this, being close to ,   provides less additional coverage area, 
but it can remain in contact with  for a longer period of time. Similarly,  is  
 

   4 √/  . 
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Fig. 2. Coverage scenario under mobility 

located in the middle of transmission range of ; thus, it gives a compromise 
between additional coverage area and time to remain in contact with . This 
tradeoff is investigated further in selecting the forwarding node in Section 3. 

2.3   Link Expiration Time 

The Link Expiration Time (LET) is the time for which two mobile nodes can remain 
in contact with each other. To find the estimated LET in our proposed routing metric, 
we used the following formula as given in Reference [11], cc  (4) 

Here, , ,    are given as follows:- 

 
 
 
 

Here,  and  are two mobile nodes that have  (m) as their transmission or LOS 
range,  and   are their velocities,  and  are their direction of motion, and ,  and ,  are their positions respectively. This information can be obtained 
if the mobile nodes are equiped with a GPS system. 

3   Proposed Routing Metric Description  

This section presents a description of our RCA based LET routing metric. This metric 
assumes that all the nodes have the same transmission radius and are equipped with 
GPS systems.  

The proposed routing metric can be explained with the help of Fig. 3. In this figure, 
the transmission range of a mobile node, , is virtually divided into three regions. The 
internal region between  and  is referred to as reliable coverage area. The  
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Fig. 3. Transmission regions of a mobile node 

nodes present in this region are considered as reliable and stable nodes in terms of 
additional area coverage and LET. The outer region between  and  is 
considered as unreliable coverage area in terms of LET. The innermost region 
between  and the position of  is considered as an undesirable coverage area, 
in terms of length of route since nodes in this region increase hop count without 
providing any significant additional coverage area, as per the discussion in Section 
2.2. The value of  depends on the compromise between acceptable delay and 
longevity of a route. However, value of  depends upon the wireless medium 
characteristic and the mobility model. The value of these parameters can be tuned to 
provide desired performance for an application in MANETs. 

The central theme of our routing metric is that the nodes that lie in an RCA are 
given the first priority in route selection. However, nodes in an unreliable coverage 
area and undesirable coverage area are given second and third priority respectively in 
route formation. A priority scheme is implemented using the concept of waiting 
interval prior to re-broadcasting of the RREQ message. For example, from Fig 3, if   sends a route request, then the nodes in its RCA ( , ,  and ) 
respond to that request in a randomly allocated time slot of [0 , 5 ]. Upon hearing 
a re-broadcast from nodes in RCA during [0 , 5 ], the nodes lying in unreliable 
and undesirable coverage areas (  and  respectively) do not respond to route 
request. Thus, they do not take part in route selection. This helps to avoid unnecessary 
re-broadcast of RREQ from an unreliable and undesirable coverage area, which in 
turn significantly reduces routing overhead in the network. However, if there is no 
node in the reliable region, then, nodes from the unreliable coverage area respond to 
route request from  in the next time slot of [5 , 10 ]. Similarly, if there are no 
nodes lying in the RCA and unreliable coverage area, then nodes from the undesirable 
coverage area respond to route request in the next time slot of [10 , 15 ]. 

A node calculates its LET value on the basis of its link status with its previous hop 
node, as given in equation (4). Thus, the source does not have a valid LET value as it 
does not have any previous hop node. Therefore, when the route discovery 
mechanism is initiated by the source node , the source node broadcasts an RREQ 
packet with a dummy high value of LET. In general, after receiving an RREQ, an 
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intermediate node calculates its distance from the previous hop node as well as the 
LET value of the link between itself and the previous hop node. Thus, the nodes from 
the RCA of the source node calculate their own LET values and compare them with 
LET value of the just received RREQ packet from the source node. They retain the 
minimum of these two LET values. Then, these nodes re-broadcast the RREQ packet 
within [0 , 5 ] time slot by inserting the minimum LET values in their respective 
RREQ packet headers. Here, each of the nodes from the RCA of the source node, 
which takes part in a re-broadcast process, acts as an  node and the group of nodes 
from their respective RCAs respond to their RREQ packets. This process continues 
until an RREQ packet reaches its destination. The destination node also calculates its 
own LET value and compares this value with that of the just received LET value and 
retains the minimum of these two LET values. Thus, the destination node now has the 
minimum LET value of the path between itself and the source node. The destination 
node inserts this minimum value of LET for the path in the route reply (RREP) packet 
and sends it back towards the source node.  

This routing metric always gives emphasis to the best LET value path achieved 
from the nodes that are present in the RCA. However, if two or more paths have the 
same LET value, then the path with the lower hop count is chosen. Thus, if the 
destination node receives an RREQ packet from a different path with a better LET 
value, then it regenerates the RREP packet and sends it to the source node. After 
receiving the RREP, the source node updates its routing table and starts sending data 
packets through the new path. 

Fig. 4 shows a typical route selection scenario. In this figure, node A initiates a route 
discovery mechanism. Node B and C are present in the RCA of node A. Node D is 
present in the RCA of both B and C. After receiving a broadcast request from A, B 
calculates the LET value (minimum) and sends it to D. Then, D compares the just 
received LET value from B with its own calculated LET value. The node keeps the 
minimum of these two LET values and inserts it into the RREQ packet header and holds 
this packet for its random allocated time slot of duration [0 , 5 ]. Meanwhile, 
before re-broadcast, if D receives a request packet from C, then it compares the just 
received LET value from C with its own calculated LET value. Thus, if the minimum of 
the LET values with C is higher than the minimum of the LET values with B (as 
calculated previously), then discards the path through node B and adopts a path though 
node C. In this way, the intermediate nodes on the way towards the destination will keep 
on selecting the best possible path in terms of higher LET values. 

 

Fig. 4. A typical route selection scenario 
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4   Simulation Environment and Results 

The performance of the proposed routing metric has been tested by using an NS-2 
simulator. Constant Bit Rate (CBR) traffic sources are used in the simulation with a 
packet size of 512 bytes and data rate of 4 packets per second. The network is 
composed of 30 nodes moving around a flat rectangular area of 1500m x 300m, where 
3 nodes are chosen to be UDP sources and another 3 nodes are chosen as destination 
nodes. The channel bandwidth is taken as 2 Mbps. The transmission range of a node 
is taken as 250 meters. IEEE 802.11 wireless network standard with Distributed 
Coordination Function (DCF) mode is used for the MAC layer. Simulation time is 
taken as 400 seconds. Each data point is taken as an average of 15 runs. The 
developed routing metric has been integrated in ad hoc on demand routing (AODV).  

In the real world, s such as cars cannot roam freely due to obstacles and traffic 
regulations. Thus, such s have more or less similar patterns of travelling in any 
part of a city. To represent such a mobile scenario, we took the Manhattan Grid 
mobility model [12] in the simulation. For creating this mobility model, Bonnmotion 
v1.3a [12] and 13] tool is used. In our simulation scenario, s are moving at a mean 
speed (represented as v) of 1 m/s, 10 m/s, 20 m/s, 30 m/s, 40 m/s, and 50 m/s. A grid 
of ten horizontal and two vertical blocks are taken. The movement update distance is 
taken as 20 meters. Both the turn and speed change probabilities are taken as 0.1. The 
minimum and maximum speeds are taken as 0.9v and 1.1v. 

In the following discussion, AODV(NM) represents AODV protocol modified with 
the proposed routing metric. We compared the performance of traditional AODV and 
AODV(NM) on the basis of four performance metrics. These are given as below. 

• Packet Delivery Ratio: It is the ratio of data packets received by destination 
to those generated by a CBR source. 

• Number of RERRs: It is the total number of RERR packets during a 
simulation run. It gives information about frequency of route breakage. 

• Normalized routing overhead: It is the number of control packets (RREQ in 
this case) transmitted or forwarded by all nodes per data packet delivered to 
destinations. 

• Average end-to-end Delay: It is the average of durations taken by data 
packets to reach from their sources to their destinations. 

 
As shown in Fig. 5, the packet delivery ratio of AODV(NM) is better than traditional 
AODV, particularly at higher relative speeds of s. It is due to the fact that the 
traditional AODV experiences frequent route breakage with increasing relative speeds 
of nodes, as the route selection decision in traditional AODV is based on minimum 
hop routing only. It does not consider the link expiration aspect of a route. Thus, 
routes selected by AODV break quite frequently as relative speeds of s increase. 
In contrast to this, AODV(NM) uses link expiration information to select a route. 
Therefore, though the number of hops in a selected route may be higher in 
AODV(NM) than that of AODV, the route in our case will last longer which results in 
a higher packet delivery ratio.  
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Fig. 5. Packet Delivery ratio vs. Mobility 

 

Fig. 6. Number of RERRs vs. Mobility 

This argument is further confirmed by observing the number of RERR packets in 
the network. Fig. 6 shows that rate of increase in frequency of route breakage with 
respect to increasing relative speeds of s is more in the case of traditional AODV 
as compared to AODV(NM). 
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As shown in Fig. 7, rate of increase in normalized routing overhead is less in 
AODV(NM) because AODV(NM) uses the reliable coverage area concept to 
determine which nodes take part in route selection. Thus, the number of nodes that 
take part in route selection is lower in AODV(NM) as compared to traditional AODV 
which is based on random broadcast for route selection. It reduces flooding in the 
network in AODV(NM). 

 

 

Fig. 7. Normalized routing overhead vs. Mobility 

 

Fig. 8. Average end-to-end delay per packet vs. Mobility 
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End-to-end delay of packet transmission depends on the number of hops between 
the source and the destination, and the duration elapsed in route formation. As 
mentioned earlier in this section, the number of hops between the source and the 
destination are more in AODV(NM). It is therefore expected that end-to-end delay 
will be more in AODV(NM). However, there are many factors that compensate for 
this delay in AODV(NM). These factors are less frequent route breakage, lower 
broadcast overhead and faster route selection process due to a smaller number of 
nodes involved in routing. Therefore, as shown in Fig. 8, as the mean speed of the 
nodes becomes high such as 40 or 50 m/s, AODV(NM) gives more emphasis on 
forming a reliable link that can last longer. For that reason, it starts selecting nodes 
that are closer to  in the reliable coverage area. Therefore, average distance 
between nodes in a route decreases. It causes larger number of hops between the 
source and the destination which nullifies any gains made in terms of lower broadcast 
overhead and a smaller number of nodes involved in the route formation. 

5   Conclusions 

Simulation studies show that the introduction of a reliable coverage area based LET 
metric in route selection in AODV is not only able to ensure long lasting routes, but 
also able to minimize the number of hops between the source and the destination as 
much as possible within a specified reliable coverage area. Thus, though, the number 
of hops in AODV (NM) is slightly higher than for traditional AODV, yet it has a 
comparable average end-to-end delay performance with respect to traditional AODV. 
It is due to the fact that the AODV(NM) has lower broadcast overhead due to lower 
number of nodes involved in route formation. Simulation results also show that 
AODV(NM) behaves quite similar to traditional AODV at a low relative speed of 
mobile nodes. This shows that the introduction of a reliable coverage area based LET 
concept did not deteriorate any of the basic performance metrics of the traditional 
AODV protocol, at least at a low relative speed of mobile nodes. However, the 
advantage of using links within a reliable coverage area in route formation becomes 
more and more visible with the increase in relative speeds of mobile nodes due to 
formation of stable and reliable routes in AODV(NM). 

References 

1. Murthy, C.S.R., Manoj, B.S.: Ad Hoc Wireless Networks: Architecture and protocols. 
Prentice Hall, Englewood Cliffs (2004) 

2. Royer, E.M., Chai-Keong, T.: A review of current routing protocols for ad hoc mobile 
wireless networks. J. IEEE Pers. Commu., 46–55 (April 1999) 

3. Chai-Keong, T.: Associativity-based routing for ad-hoc mobile networks. Wireless Pers. 
Commu. J., Special Issue on Mobile Networking and Computing Systems 4(2), 103–139 
(1997) 

4. Dube, R., Rais, C.D., Wang, K.-Y., Tripathi, S.K.: Signal Stability-Based Adaptive 
Routing (SSA) for Ad Hoc Mobile Networks. J. IEEE Pers. Commu. 4(2), 1–36 (1997) 

5. McDonald, A.B., Znati, T.F.: A mobility-based framework for adaptive clustering in 
wireless ad hoc networks. IEEE J. on Selected Areas in Commu. 17(8), 1466–1487 (1999) 



476 I. Ahmed, K.E. Tepe, and B.K. Singh 

6. Xu, S., Blackmore, K., Jones, H.: Assesment for manets requiring persistent links. In: 
Proc. of international Workshop on wireless Traffic Measurements and Modeling, 
WitMeMo 2005, pp. 39–44 (2005) 

7. Zhao, M., Wang, W.: Analysing Topology Dynamics in Ad Hoc Networks Using A 
smooth Mobility Model. In: IEEE Conference on Wireless Commu., and Networking, 
WCNC 2007, March 2007, pp. 3279–3284 (2007) 

8. Qiang, Z., Hongbo, Z.: An Optimized AODV Protocol in Mobile Ad Hoc Network. In: 4th 
International conference on Wireless Commu., Networking and Mobile Computing, 
WiCOM 2008, October 2008, pp. 1–4 (2008) 

9. Perkins, C., Belding-Royer, E., Das, S.: Ad hoc On Demand Distance Vector Routing 
(AODV). RFC 3561 (July 2003) 

10. Ni, S.Y., et al.: The broadcast storm problem in a Mobile Ad Hoc Network. In: Proceeding 
of 5th Annual ACM/IEEE International Conference on mobile computing and Networking, 
August 1999, pp. 151–162 (1999) 

11. Su, W., Lee, S.-J., Gerla, M.: Mobility prediction in wireless networks. In: Proceedings of 
the IEEE Military Commu., Conference (MILCOM), Los Angeles, October 2000, pp. 91–
195 (2000) 

12. Gomez, C., Marchador, X., Gonzalez, V., Paradells, J.: Multilayer analysis of the influence 
of mobility models on TCP flows in AODV ad-hoc networks. In: The 14th IEEE 
Workshop on Local and Metropolitan Area Networks, LANMAN 2005, p. 6 (2005) 

13. Camp, T., Boleng, J., Davies, V.: A survey of Mobility Models for Ad Hoc Network 
Research. Wireless Commu., & Mobile Computing (WCMC): Special issue on Mobile Ad 
Hoc Networking: Research, Tends and Applications, 483–502 (2002) 


	Reliable Coverage Area Based Link Expiration Time (LET) Routing Metric for Mobile Ad Hoc Networks
	Introduction
	Related Work
	AODV Overview
	Coverage Area Analysis
	Link Expiration Time

	Proposed Routing Metric Description
	Simulation Environment and Results
	Conclusions
	References



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (ISO Coated v2 300% \050ECI\051)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Error
  /CompatibilityLevel 1.3
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJDFFile false
  /CreateJobTicket false
  /DefaultRenderingIntent /Perceptual
  /DetectBlends true
  /DetectCurves 0.1000
  /ColorConversionStrategy /sRGB
  /DoThumbnails true
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 150
  /ColorImageMinResolutionPolicy /Warning
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 150
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 150
  /GrayImageMinResolutionPolicy /Warning
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 150
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 600
  /MonoImageMinResolutionPolicy /Warning
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <FEFF004200720075006700200069006e0064007300740069006c006c0069006e006700650072006e0065002000740069006c0020006100740020006f007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400650072002c0020006400650072002000650067006e006500720020007300690067002000740069006c00200064006500740061006c006a006500720065007400200073006b00e60072006d007600690073006e0069006e00670020006f00670020007500640073006b007200690076006e0069006e006700200061006600200066006f0072007200650074006e0069006e006700730064006f006b0075006d0065006e007400650072002e0020004400650020006f007000720065007400740065006400650020005000440046002d0064006f006b0075006d0065006e0074006500720020006b0061006e002000e50062006e00650073002000690020004100630072006f00620061007400200065006c006c006500720020004100630072006f006200610074002000520065006100640065007200200035002e00300020006f00670020006e0079006500720065002e>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <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>
    /SVE <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>
    /ENU <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>
  >>
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [595.276 841.890]
>> setpagedevice




