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Abstract. Congestion avoidance control refers to controlling the load of the 
network by restricting the admission of new user’s sessions and resolving the 
unwanted overload situations. Admission control and Load control constitute 
key mechanisms regarding Radio Resource Management. As the wireless world 
is moving towards heterogeneous wireless networks, these types of control are 
facing more challenges, since efficiency and fairness are required. Game theory 
provides an appropriate framework for formulating fair and efficient congestion 
avoidance control problems. In this paper we formulate a non-cooperative game 
between service providers and customers. On the one hand, the service provid-
ers wish to maximize their revenue, but on the other hand, the users wish to 
maximize the quality of service received, keeping at the same time the expenses 
as low as possible. Therefore a balance has to be established among these con-
tradictory demands. Our effort also concentrates in the proper modeling of the 
user’s level of satisfaction, so as to provide a logical decision-taking frame-
work. The proposed scheme is then tested using the ns2 simulator. Results show 
that both parties can benefit from this mechanism. 

Keywords: Congestion Avoidance, Admission Control, Load Control, Quality 
of Service, Game theory, Payoff, Non-cooperative games, Nash Equilibrium. 

1   Introduction 

Wireless networks have limited radio resources and should be managed very carefully 
so that they operate under normal conditions, thus assuring that the users will receive 
the requested Quality of Service (QoS) for their requested applications/services. To 
retain its customer base, the service provider must make sure that customers are satis-
fied with the level of QoS they receive, taking into account the premium they pay. 
The level of customer satisfaction received can be represented by utility-based func-
tions, due to the fact that each customer spends his/her disposable income in the way 
that yields him/her the greatest amount of satisfaction. This leads to the maximization 
of the utility functions [1]-[5]. Because of the limited radio resources, there have been 
defined Radio Resource strategies in order not only to assure the QoS guarantees to 
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the users, but also to assure that the users won’t violate these agreements from their 
side. When, for example, there are too many users admitted and they don’t receive the 
agreed QoS, the network is overloaded. This state of the network constitutes the con-
gestion situation. Congestion situations are very harmful for the network because they 
cause many problems, such as increased interference, loss of packets, low bandwidth 
availability and from the user’s point of view it causes decreased QoS reception, 
which leads to the user’s disappointment. 

The Congestion Avoidance Control mechanism [2] consists of Admission control 
(AC) and Load Control (LC). Admission Control is one of the key Radio Resource 
Management (RRM) mechanisms that ensure the proper operation of a network, by 
admitting or rejecting new user requests based on criteria such as the load of the net-
work. In general, the Admission Control mechanism ensures that the admittance, of a 
new flow into a resource-constrained network, does not violate the QoS commitments 
already made by the network to the admitted flows. Load Control is also one of the 
key RRM mechanisms that serve for the effective performance of a wireless network 
by keeping the load of the network at normal boundaries. It performs traffic balancing 
between nodes or cells of the same mode preventing congestion situations. Reactive 
load control is employed to encounter overload situations of the network, when the 
users’ QoS is at high risk. In these cases, the load control performs several actions to 
decrease the amount of traffic in the congested cell. These unwanted congested states 
my be prevented by the load control mechanism that monitors continuously the system.  

On the other hand, Game theory is a mathematical tool developed to understand 
competitive situations in which rational decision makers interact to achieve their ob-
jectives. Game theory techniques have recently been applied to various engineering 
design problems in which the action of one component impacts (and perhaps conflicts 
with) that of any other component. In [6] the authors review popular game theory 
techniques, with regard to, the wireless networks’ resource management problem and 
propose a game theoretic framework for optimizing bandwidth allocation and admis-
sion control issues in wireless networks. Existing game theory-based approaches to 
wireless networks’ resource management consider that the game is played either 
among users, competing for network resources, or among networks, which try to 
maximize their efficiency by serving the largest possible number of available service 
requests. A different approach is adopted in [7],[8], where the AC problem is formu-
lated as a non cooperative, non zero-sum game between the service provider and the 
customers, so as to increase the provider’s revenue and offer differentiated QoS to the 
users. The authors of [7] also provide the required framework for n-player games. 
Finally, in [4], [9], the network selection problem is modeled by defining a game 
between the access networks involved in 4G converged environments. Decisive factor 
for the admission of service requests in all afore-mentioned works is the maximiza-
tion of the payoff. The utility of the players is taken  as the combination of strategies 
chosen in the game [10]. In this paper we intend to expand the methodology presented 
in [8], in order to include the efficient load control and guaranteed congestion avoid-
ance mechanisms. The proposed scheme is then tested through extended simulations.  

The paper is organized as follows. Section 1 is the introduction to the problem that 
we are dealing with. Sections 2 and 3 model the AC and LC games respectively. Sec-
tion 4 shows the results deriving from simulations conducted on ns2. Finally, Section 
5 summarizes the work. 



 Congestion Avoidance Control through Non-cooperative Games 55 

 

2   The Admission Control Game 

In this section we analyze the competitive customer vs. provider scenario as a non-
cooperative two-player game. In the proposed scheme we consider that each customer 
has a contract with a specific service provider, thus him being the default network 
choice (“home” provider); nevertheless, in case of insufficient resources, the customer 
is free to pursue higher QoS at another provider, given that there is some kind of fed-
eration agreement between the visited and the home provider as in the roaming sce-
nario (possibly under a small monetary penalty). Suppose that there are N users and M 
service providers, which means that each user at any time can choose any provider, 
giving a total of MN possible states. Also, let ( )in t be the number of users subscribed 

to provider i at time t, 1 ≤ i ≤ M. Furthermore, we assume that the user is not allowed 

to be subscribed simultaneously to multiple providers, meaning
1

( )
M

ii
n t N

=
=∑ . Each 

user-provider combination is considered as a two-player game Gj, 1 ≤ j≤ M.  
Admission control takes place each time a new session request is received and de-

cides whether it should be allocated resources or be rejected due to lack of resources. 
The decision is based on measurements extracted from on-going sessions of the same 
service type. Therefore, each time a new request is made, an instance of the game is 
played, as depicted in Figure 1. We assume that the service provider has two choices: 
either admit (S1) or reject (S2) the request. The customer also possesses two strategies: 
either leave (C1) or stay (C2) with the service provider, leaving us with four possible 
strategy combinations. The payoffs of the two players are expressed by the matrices A 
= [aij]2x2 and B = [bij]2x2. Table 1 presents schematically the relationships between 
payoffs and player strategies. 

Table 1. Relationships between payoffs and player strategies 

 Customer Leaves (C1) Customer Stays (C2) 
Provider Admits (S1) a11, b11 a12, b12 
Provider Rejects (S2) a21, b21 a22, b22 

 
Assume that a customer requests a session admission. We define his payoff matrix  
B = [bij]2x2 as follows: 

1 211 12

1 221 22

c

o c o
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= = ⎜ ⎟⎜ ⎟ −⎝ ⎠ ⎝ ⎠

 (1)

Let us explain these payoff values.  

• The term b21 denotes the case in which the user decides to leave, while the pro-
vider chooses not to admit access (strategy S2C1). In this case the user has a certain 
revenue Ro and is obliged to pay a penalty Lc for early termination, given that he has a 
contract with the service provider. Both these terms are multiplied by weights (w1 and 
w2 respectively), which reflect the user’s preference to save money and satisfaction 
respectively. The values of these weights may be specified through the user profile 
and indicate whether the user is risk neutral, risk seeking or risk adverse. 
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• Similarly, b22 describes the state where the service provider denies admission but 
the user chooses to stay, therefore having only the Ro revenue. Note that Ro is not 
calculated similarly to R, since no service is in progress. Its value may be fixed. 
• The term b12 is defined as the user’s revenue, in case he chooses to stay and he is 
granted admission. 
• Finally, b11 is simply defined as the revenue minus the penalty, both multiplied 
by the weights w1 and w2 respectively.  

The user’s revenue expresses in monetary value the quality of service offered to 
him, taking into account the cost, and is modeled as  

( )% custR QoS q C= ⋅ −  (2)

where q is a constant factor mapping the QoS(%) value to monetary value (specified 
by the provider), Ccust is the cost of the service from the customer’s point of view and 
QoS(%)  is given by (3). This difference between the monetary value of the QoS of-
fered to the user and the actual price charged is known in microeconomic terms as the 
Consumer Surplus.  

4

1

(%) %i i
i

QoS w Parameter
=

= ⋅∑  (3)

QoS(%) expresses a percentage of user satisfaction, taking into considetation the 
normalized mean values of QoS parameters such as Delay, Jitter, Throughput and 
Packet Loss. The weights wi, 1< i < 4, vary with respect to the service and can be 
calculated based on the network’s performance, as explained in [11][12]. The reason 
for this choice is because user satisfaction is subjective and therefore difficult to char-
acterize mathematically. As a result, for the purposes of this work, we will use (3) to 
estimate the level of each customer’s satisfaction or dissatisfaction, taking into ac-
count, four QoS parameters instead of only Call Blocking Probability, as in [7]. We 
consider this approach more concrete since it reflects the network’s current status and 
is not dependent on constant variables, whose optimal values need to be specified. 

Whenever the AC Game is performed, statistics are extracted from the data sent or 
received during a specified time interval. The duration of this interval is referred to as 
a “window”. Therefore, the QoS assigned to a session or service will indicate only the 
most recent state information. Note that in case of requests during the first window, 
the AC Game is not performed since the window is not yet completed, meaning that 
these requests will always be granted admission. Now we define the provider’s payoff 
matrix A = [aij]2x2 as: 

11 12

21 22
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 (4)

Let us explain these payoff values as well.  

• The term a22 represents the total revenue of the provider, deriving from all on-
going sessions. In other words, it shows what the provider is gaining in strategy S2C2.  
• Similarly, the term a21 shows the provider’s gain if the customer chooses  
to leave, therefore we need to subtract the loss L from the total revenue and add the 
penalty Lc.  
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             Fig. 1. Admission Control (AC) Game                          Fig. 2. Load Control (LC) Game 

• The term a12 denotes the provider’s payoff in strategy S1C2. This seems to yield 
the highest payoff for the provider. However, in a fully loaded system admitting a new 
customer may reduce the resources offered to on-going sessions (which means QoS 
degradation), thus causing other customers to leave and consequently leading to reve-
nue loss. This degradation can be specified through real-time monitoring in simula-
tions. Therefore, the total revenue equals the revenue gained from on-going sessions C 
plus the expected revenue from the new session minus the potential loss due to the 
dissatisfaction of other customers. The latter is expressed by the term F, in which its 
calculation will be discussed later. 
• In a similar way, the term a11 shows the provider’s revenue in case the customer 
chooses to leave. The term L corresponds to the revenue loss, while Lc corresponds to 
the penalty the customer has to pay for leaving. 

Assuming the fact that the more the user is satisfied, the less likely he is going to 
leave and since QoS(%) expresses the user’s satisfaction, we can estimate the prob-
ability that one customer leaves his current provider through the following equation  

( )( )1 % /100leavep QoS= −  (5)

This allows us to express F in monetary value as the sum of all possible losses from 
all current customers, as 

( )

_
1

n t

leave i i
i

F p L
=

=∑  (6)
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where
_leave ip is the probability that customer i chooses to leave and Li is the corre-

sponding revenue loss of  the network provider. 
As far as the solution of the game is concerned, two cases are distinguished. As-

suming the case where the system is not full, the user request will be accepted and the 
probability that a customer leaves _leave ip  is near to 0. In this case, there is a Nash 

equilibrium at strategy pair S1C2, that means the service provider accepts the request 
while the user remains with the provider. Assuming now the case where the system is 
loaded to a certain extent or even overloaded, the user request may be not accepted 
and the probability that a customer leaves _leave ip  is non zero. Even in this case, there 

is also a pure strategy Nash equilibrium at the pair SiCj, which depends on the relation 
between some terms in the payoffs. The new request is accepted if the revenue C gen-
erated from admitting the request is greater than the possible revenue loss F is the user 
leaves. Otherwise, the provider is better to reject the request. Based on these two 
proofs, a pure strategy Nash equilibrium is guaranteed and a solution to the admission 
control game is available at any point.  
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3   The Load Control Game 

The Load Control (LC) Game is played similarly to the AC Game. The main differ-
ence is that the LC Game is played periodically while the sessions are running. 
Through this process we intend to terminate sessions that greedily consume the sys-
tem’s resources, causing this way degradation to the QoS offered to the rest of the 
customers and thus reducing the provider’s total revenue.  Moreover, unsatisfied cus-
tomers are granted the opportunity to seek more efficient networks, based on their 
preferences. Risk adverse customers for example will tolerate low levels of QoS and 
prefer to stay with the same provider in order to minimize the total cost. 

Two types of LC Games are distinguished: the Local LC Game and the Global LC 
Game. Figure 2 shows the Load Control process. As mentioned before, the LC proc-
ess is repeated periodically, independently from the AC process. We refer to the time 
interval between two successive rounds as a “window”, since the LC Game will con-
sider only the data received or sent during the last window. Therefore, the QoS as-
signed to a session or service will indicate only the most recent condition, enabling 
the LC scheme to react quickly in case of QoS degradation. In the beginning of every 
load control round, the QoS level for each session is extracted; then the average QoS 
level is specified for each service type. The QoS threshold is the lowest level of QoS 
that can be tolerated.  

If the QoS of at least one service type is found below the acceptance threshold, 
then the Global LC Game is triggered, during which LC Games are played between 
the provider and all running sessions. This game may result in either disappointed 
customers leaving the provider or the provider terminating unprofitable customers. If 
either one decides that a connection should be terminated, then the session ends and 
the customer is prompted to another service provider. Penalty is submitted only if the 
customer chooses to leave willingly. On the other hand, if the Global LC Game is not 
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triggered and at least one session presents a QoS below the acceptance threshold, then 
the Local LC Game is triggered. In this case, an LC Game is played between the 
provider and each session that triggered the game, leaving the other sessions unaf-
fected. This type of game may also result in some sessions being terminated. 

4   Simulation Results 

The proposed scheme was tested on the ns2 platform, using both CBR and TCP traf-
fic. More specifically, we consider the voice service as a CBR/UDP service, defined 
by the G.711 codec, setting packets of 120 bytes and interval equal to 15 ms.  
Secondly, we consider the FTP/TCP service with packets of 512 bytes. Whenever a 
game is called, the trace files produced by ns2 are processed with the help of an awk 
script and the mean values for QoS parameters are extracted.  

For the purposes of this study we have adopted the parameter values shown in Ta-
ble 2. Parameters Ccust, Lc, c, L and Ro express monetary value (for example euros or 
American dollars), referring to the total duration of a session. These values may be 
derived from the provider’s statistics. On the other hand, q refers only to the duration 
of a single time window and its value should be specified properly. In other words, q 
indicates the monetary value of a session with 100% QoS for a time equal to the dura-
tion of a window. Note that based on the selected values for Ccust, Lc and q, the 
QoS(%) threshold is specified as 40% for the voice service and 70% for the FTP ser-
vice. The QoS percentage is estimated through the normalization of current parameter 
values in the interval specified by a minimum and maximum value, indicating the 
system’s worst and optimal performance respectively, as shown in Table 3. This 
should be taken into account during the explanation of results, since different nor-
malization intervals differentiate the same QoS percentage in each service. 

Furthermore, in the frame of ensuring the best possible QoS for CBR connections, 
a new FTP request is allowed to play the AC game only if the mean QoS for all ongo-
ing voice sessions is over 60%. The service mix was set to 2:1, while the simulation 
duration was set to 120 seconds. This time has been proven to be enough for the sys-
tem to be congested at least once. Also note that, for simplicity reasons, the values of 
weights w1 and w2 were considered the same for all requests. In reality, those values 
should be different for each user in order to reflect his actual preferences. 

Table 2. Simulation parameters 

Q Lc Ccust C L R0 W1 W2 window 
0.03 0.3 1.32 for Voice

 2.4 for FTP 
3 1 0.1 0.6 0.4 10 sec 

Table 3. Normalization values 

 Voice FTP 
 Min Max w Min Max w 

Delay(ms) 10 60 0.4 10 50 0.2 
Jitter(ms) 0 10 0.4 0 20 0.1 

Thr/put(kbps) 10 65 0.1 10 100 0.7 
P. Loss (%) 0 1 0.1 0 1 0.0 



60 D.E. Charilas et al. 

 

 

Fig. 3. Impact of AC and LC Games to QoS(%) a) Voice b) FTP 

In order to monitor the improvement to offered QoS, we have implemented three 
tests. Firstly, we do apply neither AC nor LC mechanisms, meaning that all requests 
are accepted and no sessions are interrupted. Secondly we apply only the AC scheme 
and finally we apply both AC and LC schemes. In all cases, QoS is recorded for both 
service types at the end of each time window. Simulation results are depicted in 
Figure 3, where it can be seen that the third test provided the most satisfactory re-
sults. As expected, the absence of all kinds of congestion avoidance mechanisms 
resulted in major congestion, leaving the system unable to serve all sessions and thus 
resulting in unacceptable QoS levels. It can be easily observed that approximately 
after 40 seconds the system is congested. During the following time window, incom-
ing requests are rejected, while load control terminates certain sessions as well. The 
system then recovers until a minor congestion takes place, approximately at t=100 
seconds.  

The main goal of this paper is to provide a scheme that maximizes not only the 
QoS offered to customers, but also the provider’s gain. So far we have proven that the 
first part of this goal is indeed achieved. Therefore it is essential to examine whether 
the proposed scheme is actually in the provider’s best interest as well. It is assumed 
that the provider’s billing scheme takes into account the QoS percentage offered to 
customers, meaning that the customer pays an amount proportional to the level of 
QoS he receives. In this way, the provider has interest in optimizing the balance be-
tween the number of handled requests and QoS offered, instead of only maximizing 
the number of accepted requests. In conclusion, the total revenue deriving from all on-
going sessions during a time window is shown by (8)  

( )( )
_

cos
0 0

R % /100
i

i

i

ki service num

total k t
i k

QoS w
=

= =

= ⋅∑ ∑  (8) 

where service_num indicates the number of service types, k the number of on-going 
sessions for the specific service type and wcost  the per window cost of a 100% QoS 
served session. In other words, wcost constitutes the maximum amount of money the 
customer may pay during a single time window. As the QoS received decreases, so 
does the amount of money the customer is obliged to pay. Figure 4 shows the total 
revenue that derives from the three tests described in the previous section. Similarly 
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Fig. 4. Total Revenue for the provider 

to QoS, the combination of AC and LC indeed offers the best revenue to the provider, 
thus this mechanism protects the interests of both parties. 

The choice of window duration is considered of high importance, since an ex-
tremely high value may not allow the system to react quickly in case of congestion, 
while an extremely low value may add significant computational load and thus reduce 
the system’s performance. When the window is set to a high duration, the system’s 
reaction to the congestion is delayed, which lowers the quality of voice sessions. This 
occurs due to the fact that the system is unable to instantly detect congestions; there-
fore more requests are admitted in comparison with a smaller window. On the other 
hand, when the time window is set to a small duration, the system becomes extremely 
“strict” and results in rejecting voice requests which after a few seconds could be 
appropriately served. The window size should be chosen according to the expected 
average number of on-going sessions, since an increasing number of sessions also 
increases complexity and the algorithm becomes more time-consuming. Ideally, the 
window size should be given an initial value and dynamically adapt based on the 
system’s status. 

5   Conclusions 

In this paper a methodology for integrating game theory in congestion avoidance 
mechanisms has been presented. The problem is seen as follows: the goal of service 
providers is to maximize their revenue without congesting their networks, though the 
goal of the customers is to get the maximum QoS with the minimum paying. So a 
congestion avoidance mechanism should take into account these factors in its deci-
sions in order to maximize the satisfaction of both groups and simultaneously not 
congest the wireless networks. In this paper, the previously described problem has 
been modelled as a non-cooperative game between service providers and customers. 
Emphasis has also been given, on how we perceive and estimate the user’s satisfac-
tion based on network measurements. This approach provides a more subjective 
framework for the estimation of QoS as it is perceived by the end user. Finally, the 
simulations of the proposed scheme are presented and some useful conclusions are 
drawn.  



62 D.E. Charilas et al. 

 

References 

[1] Das, S.K., Lin, H., Chatterjee, M.: An Econometric Model for Resource Management in 
Competitive Wireless Data Networks. IEEE Network (November 2004) 

[2] Holma, H., Toscala, A.: WCDMA for UMTS. J. Wiley & Sons, Chichester (2001)  
Revised Edition 

[3] Perez-Romero, J., Sallent, O., Ruiz, D., Agusti, R.: An Admission Control Algorithm to 
Manage High Bit Rate Static Users in W-CDMA. In: 13th IST Mobile & Wireless Com-
munications Summit, Lyon, France (June 2004) 

[4] Josephina, A., Andreas, P.: 4G Converged Environment: Modeling Network Selection as 
a Game. In: 16th IST Mobile and Wireless Communications Summit (2007) 

[5] Ormond, O., Murphy, J., Muntean, G.-M.: Utility-based Intelligent Network Selection in 
Beyond 3G Systems. In: 2006 IEEE International Conference on Communications, June 
2006, vol. 4, pp. 1831–1836 (2006) 

[6] Niyato, D., Hossain, E.: Radio resource management games in wireless networks: an ap-
proach to bandwidth allocation and admission control for polling service in IEEE 802.16. 
IEEE Wireless Communications 14(1), 27–35 (2007) 

[7] Lin, H., et al.: ARC: An Integrated Admission and Rate Control Framework for Competi-
tive Wireless CDMA Data Networks Using Noncooperative Games. IEEE Trans. Mobile 
Comp. 4(3), 243–258 (2005) 

[8] Vlacheas, P., Charilas, D., Tragos, E., Markaki, O.: Maximizing Quality of Service for 
Customers and Revenue for Service Providers through a Noncooperative Admission Con-
trol Game. In: ICT Mobile Summit 2008, Stockholm (June 2008) 

[9] Charilas, D., Markaki, O., Tragos, E.: A Theoretical Scheme for applying game theory 
and network selection mechanisms in access admission control. In: International Sympo-
sium on Wireless Pervasive Computing (ISWPC) (May 2008) 

[10] de Sousa Jr., V.A., de, R.A., Neto, O., de, F., Chaves, S., da Silva, A.P., Cavalcanti, 
F.R.P.: Conception and Evaluation of Access Selection Algorithms for Cooperative  
Beyond 3G Systems. In: VI International Telecommunications Symposium (ITS 2006), 
Fortaleza-CE, Brazil, September 3-6 (2006) 

[11] Charilas, D., Markaki, O., Nikitopoulos, D., Theologou, M.: Packet-Switched Network 
Selection with the Highest QoS in 4G Networks. Elsevier Computer Networks 52(1), 
248–258 (2008) 

[12] Markaki, O., Charilas, D., Nikitopoulos, D.: Enhancing Quality of Experience in Next 
Generation Networks through Network Selection Mechanisms. In: Mobile Terminal As-
sisted Enhanced Services Provisioning in a B3G Environment Workshop, PIMRC  
(September 2007) 

 


	Congestion Avoidance Control through Non-cooperative Games between Customers and Service Providers
	Introduction
	The Admission Control Game
	The Load Control Game
	Simulation Results
	Conclusions
	References



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (ISO Coated v2 300% \050ECI\051)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Error
  /CompatibilityLevel 1.3
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJDFFile false
  /CreateJobTicket false
  /DefaultRenderingIntent /Perceptual
  /DetectBlends true
  /DetectCurves 0.1000
  /ColorConversionStrategy /sRGB
  /DoThumbnails true
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 150
  /ColorImageMinResolutionPolicy /Warning
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 150
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 150
  /GrayImageMinResolutionPolicy /Warning
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 150
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 600
  /MonoImageMinResolutionPolicy /Warning
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <FEFF004200720075006700200069006e0064007300740069006c006c0069006e006700650072006e0065002000740069006c0020006100740020006f007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400650072002c0020006400650072002000650067006e006500720020007300690067002000740069006c00200064006500740061006c006a006500720065007400200073006b00e60072006d007600690073006e0069006e00670020006f00670020007500640073006b007200690076006e0069006e006700200061006600200066006f0072007200650074006e0069006e006700730064006f006b0075006d0065006e007400650072002e0020004400650020006f007000720065007400740065006400650020005000440046002d0064006f006b0075006d0065006e0074006500720020006b0061006e002000e50062006e00650073002000690020004100630072006f00620061007400200065006c006c006500720020004100630072006f006200610074002000520065006100640065007200200035002e00300020006f00670020006e0079006500720065002e>
    /DEU <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>
    /ESP <FEFF005500740069006c0069006300650020006500730074006100200063006f006e0066006900670075007200610063006900f3006e0020007000610072006100200063007200650061007200200064006f00630075006d0065006e0074006f0073002000640065002000410064006f00620065002000500044004600200061006400650063007500610064006f007300200070006100720061002000760069007300750061006c0069007a00610063006900f3006e0020006500200069006d0070007200650073006900f3006e00200064006500200063006f006e006600690061006e007a006100200064006500200064006f00630075006d0065006e0074006f007300200063006f006d00650072006300690061006c00650073002e002000530065002000700075006500640065006e00200061006200720069007200200064006f00630075006d0065006e0074006f00730020005000440046002000630072006500610064006f007300200063006f006e0020004100630072006f006200610074002c002000410064006f00620065002000520065006100640065007200200035002e003000200079002000760065007200730069006f006e0065007300200070006f00730074006500720069006f007200650073002e>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <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>
    /SVE <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>
    /ENU <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>
  >>
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [595.276 841.890]
>> setpagedevice




