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with the jamming intensity increasing.
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1 Introduction

With the development of technology, the communication security has attracted
great attention. Nowadays, there are mainly two challenges for this problem. For
one thing, the internal interference of multi-node networks will become serious
as the number of network nodes increases. For another, the malicious jammer
has become more and more intelligent which is able to sense the strategy of users
and select the optimal channel to maximize the damage to the network.

Studies on anti-jamming problems have been a hot topic these years which
are discussed from the following aspects: power domain, spectrum domain, space
domain and multi-domains. In power domain, users adjust the transmission
power to combat with the smart jammer. In [1,2], authors studied the anti-
jamming problem with one jammer and one user. They modeled the power
control problem based on the Stackelberg game. Authors of [3] considered the
observed errors in power control problems on basis of [1,2]. In [4], authors con-
sidered the power control problem in unmanned aerial vehicle networks. In spec-
trum domain, legitimate users selected proper channels to escape from attacks of
the malicious jammer. Authors of [5] discussed non-overlapping channel (NOC)
selection problem which considered outer jamming and internal interference at
the same time. In [6], authors proposed an effective channel selection with anti-
jamming problem in cognitive radio network. In space domain, the existing work
mainly focused on beam forming, users attempted to deal with the smart jammer
by changing the antenna direction. In [7], a muti-domains anti-jamming problem
was studied. When strength of jamming was weak, users adjusted their trans-
mission power to confront the smart jammer. While the strength was becoming
stronger, users had to select proper channels to maximize their utility function.
In [8,9], anthors investigated the anti-jamming problems by considering joint
channel selection and transmission rate. Analysing these studies above, we can
easily find most papers consider anti-jamming problems based on NOCs, assum-
ing spectrum resource is sufficient. However, as the number of users becomes
larger, network bandwidth becomes scarce in practical environment. To tackle
this problem, the technology of Partially overlapping channel (POC) is devel-
oped in this paper. POC, which is proposed by Mishra Arunesh of [10,11], has
attracted great attention in wireless systems with limited spectrum resource.
Based on POC, authors of [13] proposed a greedy algorithm to improve through-
put compared with NOC. The existing work mentioned above shows that most
studies about POC focused on interference elimination, rarely considering jam-
ming communication environment.

It is of great significance to investigate the channel selection problems based
on POCs in limited resource environment. In this paper, malicious jamming and
mutual interference are both considered. We optimize the channel selection prob-
lem from the perspective of minimizing generalized interference. We formulate
this problem as a Stackelberg game [5]. In this game, the jammer acts as the
leader and the users act as the followers. The interference mitigation problem
between users is modeled as a potential game [17]. After that, we propose a
hierarchical learning framework to achieve the Stackelberg Equilibrium (SE).
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Fig. 1. Multi-user channel access model in jamming environment.

We assume that the jammer with learning ability uses Q learning to simulate
the jammer’s strategy. We propose the SAP-based algorithm to deal with the
jamming impact as well as mutual interference between users. The contributions
are summarized as follows:

(1) To study the anti-jaming problem in limited network bandwidth environ-
ment, the POC model is proposed and channel selection with anti-jamming
problem is formulated as a Stackelberg game. We have proven the jammer’s
stationary action and users’ policy consist a SE.

(2) We propose a hierarchical learning framework to deal with the proposed
problem. Simulation results show that the proposed algorithm can achieve
good performance in the jamming environment, and the network throughput
can maintain a stable state when the jamming intensity increases.

The differences between [5] and our work are displayed as follows. Firstly,
we study the channel selection problems based on POCs in limited resource
environment while the channel selection problems are discussed in NOCs envi-
ronment with abundant bandwidth resources. What’s more, from the algorithm
perspective, we formulate a SAP-based algorithm to deal with the channel selec-
tion problem while a Stochastic-learning-automata(SLA)-based algorithm is pro-
posed in [5].

The rest of this paper is discussed as follows. In Sect. 2, the system model and
the anti-jamming problem are introduced. In Sect. 3, we propose a Stackelberg
game to model the anti-jamming problem. In Sect. 4, a hierarchical framework
based on SAP is discussed. In Sects. 5 and 6, we present the simulation results
and draw the conclusion.
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Fig. 2. The illustration of POC.

2 System Model and Problem Formulation

As shown in Fig. 1, there is a distributed mesh network consisting of N users.
A smart jammer outside the network aims to block the communication of users.
In this work, we take the IEEE 802.11b standard for example. Figure 2 shows
the illustration of POC. In the limited spectrum environment, the bandwidth
of each channel is 22 MHz and there are only 3 orthogonal channels. In POC
situation, adjacent channels overlap partially and separation between two near
channels is 5 MHz. As the imaginal lines show, there are 11 partially overlapping
channels in the same bandwidth range of the 3 orthogonal channels mentioned
above.

The user set is denoted by N = {1, 2, ..., N}. Strategy profile of all users is
denoted as a = {a1, ..., aN}, where an is denoted as user n’s action and a−n =
{a1, a2, ..., an−1, an+1, ..., aN} is the action profile of other users except user n.
The channel sets of users and the jammer are denoted as M = {1, 2, ...,M} and
C = {1, 2, ...,H} and M = C. For simplicity, we assume that the jammer only
selects one channel to jam each decision-making time. In this paper, as we study
on the channel selection problem, we assume that the transmission power of each
user is the same as each other.

The smart jammer can recognize users’ actions and adjust its jamming strat-
egy dynamically to maximize its damage. Having acknowledged the jammer’s
strategy, users adopt proper strategies to minimize the external jamming and
interference from adjacent channels. However, as the scale of network becomes
larger, network bandwidth becomes scarce in practical environment. To over-
come this problem, the technology of POC is introduced in this paper.

In POC situation, interference between user n and m is affected by the phys-
ical distance dmn and channel distance δmn = |am −an| [12]. For example, when
the physical distance between two users are large, they could select the same
channel without interfering with each other. To the opposite, when the physical
distance is small, users have to choose different channels to decrease the interfer-
ence. In this work, we have to consider two aspects. Firstly, due to the property
of partially overlapping, interference from adjacent channels inevitably degrades
the network performance. Secondly, the smart jammer could sense and recognize
the users’ channel selection strategy and destroy the information transmission.
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As two users select channels independently, the overlapping power mask is
expressed as [12]:

H(f) =
∫

pm(f)·pn(f)df, (1)

pm(f) and pn(f) are the power mask selected independently by user m and n.
The central frequency of one channel is denoted as fc and the power mask can
be expressed as:

p(f) =

⎧⎨
⎩

0dB , |f − fc| ≤ 11MHz
−30dB , 11MHz ≤ |f − fc| ≤ 22MHz.
−50dB , |f − fc| ≥ 22MHz

(2)

As is verified in [14], the overlapping power mask between user m and user
n can be expressed as:

H(δmn) =

⎧⎪⎪⎪⎪⎪⎪⎨
⎪⎪⎪⎪⎪⎪⎩

1, δmn = 0
0.605, δmn = 1
0.305, δmn = 2
0.108, δmn = 3
0.012, δmn = 4
0, δmn ≥ 5

. (3)

where δmn denotes the channel distance between user m and n, δmn = |am −an|.
Users within the interference range of user n is denoted as neighbour set. It can
be expressed as:

ξn = {m ∈ N : dmn < dτ},∀n ∈ N , (4)

where the interference range is denoted by dτ . When the physical distance
between user m and n is larger than dτ , interference can be ignored and user
m is not user n’s neighbour. Oppositely, when dmn is smaller than dτ , user m
is the neighbour of user n and interference can not be ignored. As a result, the
interference which user n suffers is equal to the sum of interference which comes
from all its neighbours. Mathematically, it is expressed as:

In =
∑

m∈ξn

pmH(δmn)(dmn)−α1εan
mn,∀m,n ∈ N , (5)

where α1 and εan
mn denote the pass-loss exponent and instantaneous fading coef-

ficient between users, respectively. Similarly, the jamming caused by malicious
jammer can be denoted by Jn. djn and δjn = |cj − an| denote as the physical
distance and channel distance between user n and the jammer. cj and an are
the selected channels of the jammer and user n, respectively. The overlapping
power mask between the smart jammer and user n can be expressed as [14]:

H(δjn) =

⎧⎪⎪⎪⎪⎪⎪⎨
⎪⎪⎪⎪⎪⎪⎩

1, δjn = 0
0.605, δjn = 1
0.305, δjn = 2
0.108, δjn = 3
0.012, δjn = 4
0, δjn ≥ 5

. (6)
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Then, the jamming is denoted as:

Jn = pjH(δjn)(djn)−α2ε
cj

jn,∀n ∈ N , (7)

where djn, α2 and ε
cj

jn are physical distance, pass-loss exponent and instanta-
neous fading coefficient, respectively. As a result, the user n’s throughput should
be expressed as:

Rn(an,a−n, cj) = B log(1 +
pn(dnn)−α1εan

nn

N0 + In + Jn
),∀n ∈ N , (8)

where B and N0 are channel’s bandwidth and background noise, respectively. In

and Jn are denoted by the adjacent interference and external jamming. pn is the
transmission power of user n and dnn is the physical distance between user n’s
transmitter and receiver. In a whole, the optimization goal is the maximization
of network throughput. Mathematically, the network throughput is denoted as:

R =
∑
n∈N

Rn(an,a−n, cj) =
∑
n∈N

B log(1 +
pn(dnn)−α1εan

nn

N0 + In + Jn
),∀n ∈ N . (9)

Since it is hard to obtain the global information of the open and dense mesh
network, we could not optimize this problem from the perspective of maximizing
the throughput. Therefore, we view this problem from the perspective of mini-
mizing generalized interference. The generalized jamming is denoted as Dn. It
means the sum of adjacent interference and external jamming, that is:

Dn = In + Jn, (10)

and the network generalized jamming is expressed as:

D =
∑
n∈N

Dn. (11)

According to [12], the expected throughput of user n decreases monotonously
while the generalized interference increases. Their relationship is displayed as
followed:

Rn = f(Dn), (12)

where the function f(·) is a monotone decreasing function equals to the mini-
mization of the generalized interference of the network. The network throughput
can be expressed as:

R =
∑
n∈N

Rn. (13)

The optimization goal of the channel selection with anti-jamming problem is
the maximization of the network which can be formulated as follows:

P1 : (a1, a2, ..., an, cj) = arg max R. (14)
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3 Hierarchical Channel Selection Stackelberg Game

In this paper, we model the multi-users channel selection problem as a Stack-
elberg game. Firstly, the jammer learns the users’ channel selection strategy
and chooses the optimal strategy to degrade the network performance. After
sensing the jammer’s strategy, users adjust their strategies to minimize the
generalized interference, so as to maximize the network throughput. Mathe-
matically, the hierarchical channel selection Stackelberg game is denoted as
G = {N ,J ,M, C, un, uj}. N and J denote user set and the smart jammer.
M and C denote the channel sets of users and the smart jammer.We denote un

and uj as the utility function of user n and the jammer. Based on the game G,
there exists two sub-games, which is defined as leader sub-game Gl and follower
sub-game Gf . The leader sub-game can be expressed as:

Gl = {J , C, uj(an,a−n, cj)}, (15)

where J and C denote the smart jammer and available channel for the jammer.
uj(an, a−n, cj) is the utility function of the smart jammer. From the perspective
of jammer, it aims to select proper channel in order to maximize the damage to
the network. Therefore, the jammer’s utility function is:

uj(an,a−n, cj) =
∑
n∈N

Jn =
∑
n∈N

pjH(δjn)(djn)−βε
cj

jn,∀n ∈ N . (16)

The follower sub-game can be expressed as:

Gf = {N ,M, un(an,a−n, cj)}, (17)

where N and M denote the user set and available channel for these users.
un(an, a−n, cj) is user n’s utility function. From the perspective of users, the
optimization goal is to minimize the generalized interference. Mathematically,
user n’s utility function can be given as:

un(an,a−n, cj) = −Dn = −(In + Jn)
= −(

∑
m∈N

pmH(δmn)(dmn)−αεan
mn + pjH(δjn)(djn)−βε

cj

jn),∀m,n ∈ N . (18)

Definition 1 (Exact Potential Game (EPG) [17]). Gf is an exact potential
game as long as there exists a potential function ϕ whose variation is equal
to variation in the utility function caused by any player’s unilateral deviation.
Mathematically,

ϕ(an,a−n, cj) − ϕ(an,a−n, cj) = un(an,a−n, cj) − un(an,a−n, cj),
∀n ∈ N , an, an ⊆ M, an �= an,

(19)

where an denotes the changed action of user n after unilateral deviation.

Theorem 1. When cj is determined, the users’ sub-game is an EPG and there
exists at least one pure strategy NE.
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Proof: Motivated by [19], when the strategy of jammer is given as cj , the poten-
tial function of the follower sub-game Gf is:

ϕ(an,a−n, cj) = ϕ1(an,a−n, cj) + ϕ2(an,a−n, cj)
= − 1

2

∑
n∈N

In(an,a−n, cj) − ∑
n∈N

Jn(an,a−n, cj) (20)

We denote the function ϕ1(an,a−n, cj) and ϕ2(an,a−n, cj) with the following
rules:

ϕ1(an,a−n, cj) = − 1
2

∑
n∈N

In(an,a−n, cj),

ϕ2(an,a−n, cj) = − ∑
n∈N

Jn(an,a−n, cj).
(21)

In the POC situation, when the physical distance between two users is out of the
interference range, they are not neighbour and there is no interference between
them. For the function ϕ1(an, a−n, cj), as user n’s action changes from an to
an, the interference of the non-neighbors does not change at all. Therefore, the
variation of the function ϕ1 can be expressed as:

ϕ1(an,a−n, cj) − ϕ1(an,a−n, cj)
= − 1

2 (
∑

n∈N
In(an,a−n, cj) − ∑

n∈N
In(an,a−n, cj)

= − 1
2 (

∑
m∈ζn

Im(an,a−n, cj) − ∑
m∈ζn

Im(an,a−n, cj)

+In(an,a−n, cj) − In(an,a−n, cj))

(22)

where ζn denotes the user n’s neighbour set.
For user n’s neighbor m, the variation of the interference before and after

user n unilaterally changes its action is shown as:

Im(an,a−n, cj) − Im(an,a−n, cj) = pn(dmn)−αεan
mn[H(δmn) − H(δmn)]. (23)

And for user n, the change of interference can be expressed as:

In(an,a−n, cj) − In(an,a−n, cj) =
∑

m∈ζn

pm(dmn)−αεan
mn[H(δmn) − H(δmn)].

(24)
In this work, we assume the transmission power of each user is the same as each
other. Therefore, combining Eqs. (23) and (24), Eq. (22) can be expressed as:

ϕ1(an, a−n, cj) − ϕ1(an, a−n, cj)

= − 1
2 (

∑

m∈ζn

Im(an, a−n, cj) − ∑

m∈ζn

Im(an, a−n, cj) + In(an, a−n, cj) − In(an, a−n, cj))

= − 1
2 (

∑

m∈ζn

pn(dmn)−αεan
mn[H(δmn) − H(δmn)] +

∑

m∈ζn

pm(dmn)−αεan
mn[H(δmn) − H(δmn)])

= − ∑

m∈ζn

pm(dmn)−αεan
mn[H(δmn) − H(δmn)]

= −(In(an, a−n, cj) − In(an, a−n, cj)).

(25)
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On the other hand, the strategy unilaterally changed by user n does not influ-
ence the jamming of user n’s neighbor. Therefore, the variation of the function
ϕ2 is shown as:

ϕ2(an,a−n, cj) − ϕ2(an,a−n, cj)
= −(

∑
m∈{N/n}

Jm(an,a−n, cj) + Jn(an,a−n, cj)

− ∑
i∈{N/n}

Ji(an,a−n, cj) − Jn(an,a−n, cj))

= −(
∑

m∈{N/n}
Jm(an,a−n, cj) − ∑

i∈{N/n}
Ji(an,a−n, cj))

−(Jn(an,a−n, cj) − Jn(an,a−n, cj))
= −(Jn(an,a−n, cj) − Jn(an,a−n, cj)).

(26)

As a result, the variation of the potential function ϕ is:

ϕ(an,a−n, cj) − ϕ(an,a−n, cj)
= ϕ1(an,a−n, cj) + ϕ2(an,a−n, cj) − (ϕ1(an,a−n, cj) + ϕ2(an,a−n, cj))
= −(In(an,a−n, cj) − In(an,a−n, cj)) + (−(Jn(an,a−n, cj) − Jn(an,a−n, cj)))
= −(In(an,a−n, cj) + Jn(an,a−n, cj)) − (−In(an,a−n, cj) + Jn(an,a−n, cj))
= un(an,a−n, cj) − un(an,a−n, cj).

(27)
According to the proof above, when the jamming strategy is determined

and user n changes its actions unilaterally, the variation of ϕ is equal to the
variation of the user n’s utility function. Therefore, the follower sub-game is an
EPG and there exacts at least a pure strategy NE. As user n’s throughput is in
monotone decreasing relationship with generalized interference, u′

n = f(Dn) [19],
we formulate the throughput maximization game as:

G′
f : max

an∈M
u′

n(an,a−n, cj),∀n ∈ N . (28)

Definition 2 (Ordinary Potential Game(OPG) [16]). If there is a potential
game which satisfies the following equation, this game is an OPG:

sgn[u′
n(an,a−n, cj) − u′

n(an,a−n, cj)]
= sgn[ϕ′(an,a−n, cj) − ϕ′(an,a−n, cj)]
∀n ∈ N , an, an ⊆ M, an �= an,

(29)

where sgn(·) is expressed as:

sgn(n) =

⎧⎨
⎩

1, n > 0
0, n = 0
−1, n < 0.

(30)

Theorem 2. The throughput maximization game is an OPG and there exists at
least a pure strategy NE.
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Proof. The following proof follows the lines given in [19]. The utility function of
the throughput maximization game is denoted as u′

n(an,a−n, cj) = Rn and the
potential function is denoted as:

ϕ′(an,a−n, cj) = −f [ϕ(an,a−n, cj)]. (31)

Assuming user n changes its action from an to an, the variation of the utility
function is expressed as:

Δu′
n(an,a−n, cj) = u′

n(an,a−n, cj) − u′
n(an,a−n, cj)

= Rn(an,a−n, cj) − Rn(an,a−n, cj)
≈ f [Dn(an,a−n, cj)] − f [Dn(an,a−n, cj)],

(32)

and the changes of ϕ is:

Δϕ′(an,a−n, cj) = ϕ′(an,a−n, cj) − ϕ′(an,a−n, cj)
= f [ϕ(an,a−n, cj)] − f [ϕ(an,a−n, cj)].

(33)

Observing the equation above, we find that the variation of user n’s utility
function equals to that of the potential function, that is:

Dn(an,a−n, cj) − Dn(an,a−n, cj) = ϕ(an,a−n, cj) − ϕ(an,a−n, cj). (34)

Due to the fact that f(·) is a monotone decreasing function, we can prove that:

sgn[Δu′
n] = sgn[Δϕ′

n]. (35)

Note that OPG has the same properties with EPG.

Theorem 3. The jammer’s strategy and users’ NE policy constitute a SE in the
hierarchical channel selection game.

Proof. When jammer’s strategy is given, the Stackelberg game becomes a non-
cooperative game. It has been proven the follower sub-game is an EPG and there
exacts at least a pure strategy NE. The stationary strategy of the jammer can
be expressed as:

ϑ∗
0 = arg max

ϑ0

uj(ϑ0, NE(ϑ0)), (39)

every finite strategic game has a mixed strategy equilibrium. As a result,
(ϑ∗

0, NE(ϑ∗
0)) constitutes a SE in the sense of stationary strategy.

4 Hierarchical Learning Algorithm for Channel Selection
Problem

To overcome the anti-jamming channel selection problem, we propose a hier-
archical learning framework. We propose a Spatial Adaptive Play (SAP) [22]
algorithm to select the channels in the follower sub-game and a Q-learning
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Algorithm 1. Hierarchical learning algorithm for anti-jamming channel selec-
tion problem
1: Initialzation: Set k=0, t = 0 and initialize the mixed strategy of both users and

smart jammer as qnm(t) = 1/|M|, qoh(k) = 1/|C|, ∀m ∈ M, ∀h ∈ C.
2: loop k = 0, 1, 2, ..., Kmax (Kmax is the preestablished iteration number of the

smart jammer). In the kth epoch, the smart jammer randomly selects a channel
cj(k) and records this channel.

3: For the epoch k, users update their strategies based on SAP.
(1) loop t = 0, 1, 2, ..., Tmax (Tmax is the preestablished iteration number of users).
In the time slot t, every user randomly selects one channel and calculates the reward
value un(t) based on equation (36).
(2) Among all users, randomly select one user n to adjust its action while keeping
other users’ strategies unchanged.
(3) For user n, exchange the information with neighbourhood and the surrounding
environment. Traverse all available channels and calculate the corresponding utility
functions.
(4) Updating the channel selection probabilities of all channels based on the Boltz-
mann distribution:

qn(t + 1) =
exp{ωun(an(t), cj(k))}

∑

an∈M
exp{ωun(an(t), cj(k))} , (36)

where ω is the temperature parameter which controls the tradeoff of exploration-
exploitation.
(5) Based on the channel selection probability, the user n selects one of the channels.
(6) End loop

4: The jammer calculates uj(k) and updates its Q values based on the following rule:

Qk+1
0 (cj(k + 1)) = (1 − α)Qk

0(cj(k)) + αuj(k), (37)

where α = λk ∈ [0, 1) is the learning rate, and the jammer updates its strategy
based on the same rule as users.

q0(k) =
exp{Qk

0(cj(k))/τ0}∑

cj∈C
exp{Qk

0(cj(k))/τ0} , (38)

where τ0 is the temperature coefficient with the same function as ω.
5: If epoch number reaches the stopping criterion, cycle stops running, otherwise

updates k = k + 1 and switches to step 2.
6: End loop

algorithm for the jammer to update the jamming strategy in the leader sub-
game. Both two algorithms update strategies based on the probabilities of
the channels selected by players. We define the mixed strategy of user n as
qn(t) = (qn1(t), ..., qnm(t), ..., qnM (t)), where qnm(t) is the probability of channel
m selected by user n and

∑
m∈M

qnm(t) = 1. Similarly, the mixed strategy of the

smart jammer is denoted as q0(k) = (q01(k), ..., q0h(k), ..., q0H(k)), where qoh(k)
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means the probability of channel h selected by the smart jammer at epoch k and∑
h∈C

qoh(k) = 1. They update their strategies based on different time scales.

As shown in Algorithm 1, a SAP algorithm is proposed for the legitimate
users to overcome the channel selection problem. In each learning process,
only one user can be selected to update actions while other users keep their
actions unchanged. This process is repeated running once the probability achieve
the convergence. The smart jammer achieves its optimal action based on Q-
learning [23]. Q-learning is widely used in dynamic and unknown environment
with great performance. In this algorithm, the jammer repeatedly interacts with
the environment with error trial in order to achieve the higher reward value. In
the process of reinforcing the reward value, the jammer updates its Q function
and makes a new action.

In the hierarchical learning framework, each epoch consists of T time slots
and when the smart jammer updates one time, the users update their strategies
T times. For both jammer and users, the iteration stops when the channel section
probabilities vector achieves the convergence or the iteration numbers reach the
preestablished number.

5 Simulation Results and Discussion

In this section, we consider a 120 m ×120 m scale network. The users exist in
a region of 100 m × 100 m and the smart jammer is located in the region of
[100,120 m]. Parameters in this simulation are set as follows: the users’ transmit-
ting power pn = 2 W and the jammer’s transmitting power pj = 15 W, the path
loss exponent α = β = 3, the background noise N0 = −130 dBm, the instan-
taneous fading coefficient ε

cj

jn = εam
mn = εan

nn = 3, the physical distance between
user n’s transmitter and receiver dnn =30 m.

Figure 3 shows the influence of users’ number on the network throughput.
Assuming there are 11 available channels and the power of jammer is set as
15 W. When the number of users is 25, the network throughput is 110.4 Mbps,
and when the number of user is 45, the network throughput decreases to 71.2
Mbps. We can find that the network throughput decreases with the number
of users increasing. In the dense network with large number of users, influence
between users would degrade the network throughput.

Figure 4 shows the effect of jammer’s power on the network performance. We
set the number of available channels and users as 11 and 35. Assuming jammer’s
power as 15 W, 25 W and 35 W. According to the figure, we can find that the
network throughput would decrease with the jammer’s power enhancing. The
simulation result shows the network throughput can maintain a stable state when
the jamming intensity increases, which coincides with the practical situations.
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Fig. 3. The influence of users’ number on the network throughput.
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Fig. 4. The influence of jammer’s power on the network throughput.

6 Conclusion

In this paper, we had investigated the intelligent anti-jamming problems with
limited network bandwidth. Different from most papers focusing on orthogonal
channels, this paper studied the channel selection problems in POC situation,
where channels overlapped partially. The adversarial relationship between users
and the samrt jammer was formulated as a hierarchical channel selection Stack-
elberg game. A hierarchical learning algorithm was proposed to reach the SE.
Finally, simulation results showed that the network throughput can maintain
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a stable state when the jamming intensity increases, and it coincides with the
practical situations.
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