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Abstract. In many applications of digital watermarking, watermarked image of
good quality is required. But there is a trade-off between a number of embedded
watermark images and quality of watermarked image. This aspect is quite
important in the case of multiple digital images watermarking. In this case,
multiple images singular value decomposition based watermarking algorithm
performs much better than other transform based methods. This paper presents
robust multiple digital images watermarking using singular value decomposition
(SVD) method. The results are compared with Discrete Cosine Transform
(DCT) based multiple images watermarking method. In the case of multiple
images DCT watermarking or in other transform based method more coefficients
are varied according to the watermark images, which degrade the quality of
watermarked image. In the case of SVD image watermarking method only
singular values are being varied either in single or multiple images water-
marking. This helps in preserving the quality of watermarked image.
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1 Introduction

To prevent the illegal copying and tracking of the digital contents and for several other
important applications, digital image watermarking is being introduced. This hides the
information within the digital document like image, audio, video, [1].

Watermarking methods can be classified in two categories spatial domain and
transform domain [2]. In spatial domain changing the pixels of the host image directly
embeds the watermark. Due to this, extracting watermark in a noisy channel is very rare
in the spatial domain, [3]. So, transform based algorithms like discrete Fourier trans-
form (DFT), discrete cosine transform (DCT), discrete wavelet transform (DWT), are
introduced which are more robust than spatial domain but in the case of geometric
attacks or noisier channel these algorithms do not perform well, [4]. We have used
singular value decomposition (SVD) algorithm for better result.

The multiple images watermarking method is a trade-off between the numbers of
embedded watermark images and quality of watermarked image. In the case of
transform domain watermarking, quality of watermarked image degrades more due to
more changed coefficients. So this paper proposes a method of SVD based multiple
images watermarking. In SVD based watermarking the watermarked image does not
degrade as much as in other transform based watermarking method because only
singular diagonal values are being varied. SVD is having stability, flip and transpose
property etc. [5]. This makes SVD based multiple images watermarking robust and
secured.

2 Evaluation Parameters

Peak signal to noise ratio represents the quality of the watermark image. Mean square
error (MSE) is to be calculated to compute the PSNR between extracted and original
watermark image. PSNR and mean square error (MSE) can be expressed as follow:

PSNR ¼ 10 � log
2552

MSE

� �
ð1Þ

MSE ¼ 1
M � N

XN

i¼1

XM

i¼2
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Where I i; jð Þ and I� i; jð Þ are the pixel values of original images and watermarked
images respectively. Image matrix size is denoted by M � N.

Robustness is the feature of the watermark image to preserve information even after
the different noise and malicious attacks [6]. This is measured as normalized correlation
(NC) used for similarity measurement between the original watermark and extracted
watermark. Normalized correlation (NC) can be expressed as follow.

NC ¼
P

i wiw�2
iP
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2
i
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Here wi is the original watermark and w�
i is the extracted watermark. Bigger the NC

value means better similarity between two images.
Accuracy rate (AR) is also used to compare original image and processed image.

AR increases in proportion to the image quality and it is defined by the following
formula.

AR ¼ No: of pixels in processed image
No: of pixels in original image

� �
� 100%: ð4Þ

3 DCT Based Multiple Images Watermarking

DCT is a very useful method for image processing which converts the image into
different frequency coefficients. In blind multiple images DCT watermarking; the host
image is segmented into multiple blocks of the same size. Then each block is trans-
formed using DCT. The message bits are embedded as a coefficient modification. In the
case of more watermarking images, more coefficients are varied. Here four coefficients
are modified for two watermark image (see Fig. 1). High-frequency coefficients are
more sensitive to image processing attacks and low-frequency coefficients are having
visual effect so middle-frequency coefficients are selected for embedding the watermark
message. These selected coefficients work as a secret key without knowing that one can
not extract the watermark. After modification in coefficients, the inverse DCT is applied
to produce the watermarked image. At extraction part, watermarked image is seg-
mented in blocks and DCT is applied to every block. From known coefficients message
bits are recovered and reshaped into watermark image.

Fig. 1. Coefficients of a DCT block of the host image.

576 T. Rathi et al.



4 SVD Based Multiple Images Watermarking

SVD is very useful for image processing. This is a numerical technique to analyze the
image matrix, which converts the image into three different metrics, [7]. The SVD of
image Im can be described as

Im ¼ HSVT ð5Þ

Im ¼ h1 h2. . .hN½ �
s1 � � �
..
. . .

. ..
.
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In Eq. (5), Im is the image matrix, H and V are two M � N and N � N unitary
orthogonal matrices, and S is a N � N diagonal matrix, [8]. Where, H represents the
horizontal detail component of the image and V represents the vertical detail compo-
nent of image I. Both H and V are orthogonal matrices and S is a singular matrix,
which consists of singular values. Singular values in S-matrix are arranged diagonally
and in decreasing order [9]. One of the important properties of SVD is that a little
change in the singular values does not affect the quality watermark image. Due to the
property of SVD, SVD algorithm produces more robust and secure watermark, [10].

A host image is divided into blocks, and then SVD is applied for each block. Two
watermark images are embedded in the form of singular values modification, [11]. For
this different random sequence for a different bit of every watermark image is added to
singular values with a gain factor. After modifying singular values we take the inverse
of the SVD process to produce watermarked image. At extraction part, SVD is applied
to watermarked image. From the correlation between stored singular values and
modified singular values message bits are recovered and reshaped into watermark
image, [12].

5 Experimental Results

5.1 DCT Based Multiple Image Watermarking

For single and multiple images watermarking, different values of accuracy rate (AR),
PSNR and normalized correlation (NC) with respect to gain factor K are used (see
Table 1 in Appendix). This K is the difference between two coefficients in transformed
matrix. This shows that for the same value of K, PSNR of the watermarked image in
single image watermarking is more than the PSNR of watermarked image in multiple
images watermarking because more coefficients are varied in multiple images water-
marking. While PSNR of watermark images depends on the selected coefficients in
which watermark bits are being embedded. DCT algorithm based watermarking is
applied on images with a constant gain factor (k1) of 20 (see Fig. 4 in Appendix).
PSNR Variations with respect to gain factor K in DCT based algorithm for single and
multiple images watermarking are compared (see Fig. 2). The watermarked image-1 of
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single image DCT watermarking method is having higher PSNR value than the
watermarked image-2 of multiple images DCT watermarking method (see Fig. 2).

5.2 SVD Based Multiple Image Watermarking

SVD based single and multiple images watermarking is applied with different values of
AR, PSNR and normalized correlation with respect to gain factor alpha (see Table 2 in
Appendix). For the same value of alpha, PSNR of the watermarked image in single
image watermarking is slightly more than the PSNR of watermarked image in multiple

Fig. 2. PSNR variation in DCT single image and multiple image watermarking. (K = Gain
factor for DCT based watermarking)

Fig. 3. PSNR variation in SVD single image and multiple image watermarking. (Alpha = Gain
factor for SVD based watermarking).
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images watermarking unlike in DCT based method because only singular values are
varied in multiple images watermarking (see Table 2 in Appendix).

SVD based multiple images watermarking with gain factor alpha as 20 is applied to
the same image (see Fig. 5 in Appendix). PSNR Variations of watermarked images
with respect of gain factor alpha are compared for image-1 and image-2 (see Fig. 3).

The watermarked image-1 of single image SVD watermarking method is having
slightly higher PSNR value than the watermarked image-2 of multiple images SVD
watermarking method (see Fig. 3).

6 Conclusions

In this paper, two multiple images digital image watermarking algorithm is imple-
mented using MATLAB which is based on DCT and SVD. Experiment results con-
clude that SVD based multiple images watermarking algorithm has better watermarked
image compared to DCT based multiple images watermarking algorithm.

Two watermarks are extracted in each method and we can see the difference that in
DCT based multiple image watermarking two watermarks are having different psnr
depending on the different coefficient which we are selected while there is slight change
in the psnr of two watermarks in SVD based multiple images watermarking.

Appendix

Fig. 4. DCT multiple image watermarking, (a) Host image, (b) Watermarked image, (c) First
watermark, (d) First recovered Watermark, (e) Second watermark, (f) Second recovered
watermark. (k1 = Gain factor for DCT based multiple image watermarking, nc = normalized
correlation).
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Fig. 5. SVD multiple image watermarking, (a) Host image, (b) Watermarked image, (c) First
watermark, (d) First recovered watermark, (e) Second watermark, (f) Second recovered
watermark. (alpha = Gain factor for SVD based multiple image watermarking, nc = normalized
correlation).

Table 1. DCT single image and multiple image watermarking

Gain
factor

DCT single image watermarking DCT multiple images watermarking

Watermarked
image

Watermark Watermarked
image

Watermark-1 Watermark-2

K/K1 AR PSNR NC AR PSNR AR PSNR NC AR PSNR NC AR PSNR

1 100 43.4 0.7 81.2 5.2 100 41.2 0.7 82.8 5.2 0.59 70.3 3.8

2 100 43.3 0.71 81.2 5.3 100 41.2 0.7 79.6 5.2 0.59 70.3 3.8

5 100 43.0 0.79 82.8 6.8 100 40.7 0.8 82.8 7.0 0.61 78.1 4.0

8 99.8 42.3 0.95 95.3 13.5 99.8 40 0.94 95.3 12.5 0.67 76.5 4.7

10 99.4 41.8 0.99 98.4 21.0 99.4 39.3 0.99 100 20.4 0.74 90.6 5.7

12 99.2 41.3 1 100 36.1 99.2 38.6 1 100 36.1 0.83 95.9 7.6

15 98.8 40.4 1 100 36.1 99.2 37.7 1 100 36.1 0.93 96.8 11.9

18 98.8 39.6 1 100 36.1 99.2 36.8 1 100 36.1 1 100 31.3

20 98.8 39 1 100 36.1 98.9 36.3 1 100 36.12 1 100 36.1
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Table 2. SVD single image and multiple images watermarking

Gain factor
(alpha)

SVD single image watermarking SVD multiple images watermarking

Watermarked
image

Watermark Watermarked
image

Watermark-1 Watermark-2

AR PSNR NC AR PSNR AR PSNR NC AR PSNR NC AR PSNR

1 100 60.3 0.04 7.8 0.73 100 59.2 0.05 4.69 0.76 0.07 12.5 0.96
1.3 100 58.2 0.66 71.8 5.1 100 57.0 0.72 79.6 6.03 0.75 75 6.73

1.5 100 57.0 0.97 96.8 15.1 100 55.9 0.98 100 16.7 0.98 96.8 18.7
1.7 100 56.0 1 100 33.1 100 54.8 1 100 36.1 1 100 36.1

2 100 54.6 1 100 36.1 100 53.5 1 100 36.1 1 100 36.1
5 99.4 47.4 1 100 36.1 99.2 46.3 1 100 36.1 1 100 36.1
8 99.2 43.7 1 100 36.1 99.2 42.4 1 100 36.1 1 100 36.1

10 99.0 41.9 1 100 36.1 98.8 40.5 1 100 36.1 1 100 36.1
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