
Analysis of Maximum Depth of Wireless
Sensor Network Based on RPL and IEEE

802.15.4

Yun-Shuai Yu1, Cheng-Che Huang2, and Chih-Heng Ke2(&)

1 Department of Electronic Engineering,
National Chin-Yi University of Technology, No. 57, Sec. 2, Zhongshan Road,

Taiping District, Taichung 411, Taiwan (R.O.C.)
yys@ncut.edu.tw

2 Department of Computer Science and Information Engineering,
National Quemoy University, No. 1, University Road, Jinning Township,

Kinmen 892, Taiwan (R.O.C.)
neol_d2022@outlook.com, smallko@gmail.com

Abstract. The nodes in wireless sensor networks (WSN) are typically resource
constrained so that they can maintain only a few routes. More-capable nodes can
insert extra routing information, i.e. source routing header (SRH), into packets
to instruct the resource constrained ones to route the packet. A WSN with deeper
depth requires longer SRH, thus leaving less space of a packet for the user data.
We analyze the relationship between the length of the user data and the maxi-
mum depth of a WSN based on RPL and IEEE 802.15.4. The results can guide
the application designers and the network administrators in selecting a suitable
length of user data to guarantee that the data can be routed to each sensor nodes.
Simulation results prove the correctness of our analysis.
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1 Introduction

In the last decade, wireless sensor networks (WSN) [1–4], have gained a tremendous
attention due to the fourth industrial revolution or Industry 4.0. In a WSN, most nodes
are constrained in resources such as processing capacity, energy capacity, and memory.
Due to the resource constraints on the nodes, IETF proposes IPv6 Routing Protocol for
Low-Power and Lossy Networks (RPL) [5] to address the routing problem. Within an
RPL routing domain, a sensed environmental datum will be routed upward from a node
to the root of the WSN. Typically, the root node relays the sensed data to a process
automation controller or a computer via a wired link. Messages, such as queries or
configurations, may be sent from the process automation controller or the computer to
the sensor nodes. Those messages, at first, are relayed to the root node and then routed
downward to the destination nodes. In an RPL domain, each sensor node records at least
one parent node which is one of the immediate successors of the node on a path towards
the root. Each node forwards the data packets to its parent node, thus achieving the
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upward routing. In contrast to the upward routing, less-capable nodes are limited to
maintain routes to other deeper nodes. So the process automation controller, the com-
puter, or the root has to insert a source routing header (SRH) into the packets to instruct
the resource constrained ones to route the packets. Therefore, downward routing con-
sumes more space of a packet so that a user message may be too large to fit the packet.

A straightforward workaround is to be aware of the actual available space for user
message and then the user can regulate the message to conform to the space limitation.
In another way, the network administrator has to reconfigure the network topology to
ensure that the depth of the WSN is not too deep since there should be a longer SRH for
deeper nodes. Usually, it is expensive to design a flexible application which can
accommodate the user messages to the topology of a WSN. Thus, network depth
adjustment is a more economic solution. So the network administrator should be able to
predict the maximum depth of the WSN when the maximum length of the user mes-
sages can be known in advance. One challenge is that WSNs based on RPL usually
adopts IEEE 802.15.4 [6] as its physical layer and data link layer. IEEE 802.15.4 only
supports frames of up to 127 bytes. It means that an adaptation layer is required to be
above the IEEE 802.15.4 to compress/decompress the network layer protocol data
units. Apparently, the performance of the adaptation layer affects the available space
for user messages, which further affects the maximum depth of the WSN. To this end,
this paper discusses how to determine the maximum depth of a WSN in given network
topologies. For a better understanding of the analysis of the maximum network depth,
OpenWSN [1] is used as an example WSN throughout this paper to explain how the
above-mentioned factors consume the space. OpenWSN currently adopts 6LowPAN
[7] as the adaptation layer and uses 6LoRH [8] to generate SRH. We adopt the sim-
ulator of OpenWSN to conduct experiments for the validation of our analysis.

The remainder of this paper is organized as follows. Section 2 describes the
analysis of the maximum depth of a practical WSN. Section 3 describes the experi-
mental methodology and results. Finally, Sect. 4 concludes this study and indicates the
intended direction of future research.

2 Analysis of Maximum Depth of WSN

When a source host outside a WSN sends a user message to a sensor node inside the
WSN, downward routing is performed to forward the message from the root of the
WSN to the sensor node. In OpenWSN, the structure of a data frame for the above-
mentioned user message is shown in Fig. 1. According to all the related standards and
specifications, only the MAC footer field has a fixed length of 2 bytes. The lengths of
all the remaining five fields in Fig. 1 should be variable. Thus, it is difficult to derive
the maximum length of the SRH, which further determines the maximum depth of the
WSN. However, the lengths of the UDP header and the compressed IPv6 header are
currently fixed due to the simplified implementation of OpenWSN. When routing
downwards, the UDP header is not compressed and the IPv6 header is compressed
from 40 bytes to 36 bytes. In addition, the length of the MAC header is also fixed to 21
Bytes due to the simple network configuration. Since all nodes join the same PAN, i.e.
personal area network, the addressing mode of the MAC header remains identical.
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Now, only the SRH filed and the application protocol data unit (APDU) have
variable lengths. Since the maximum length of the APDU can be determined by the
manual of the WSN application, the maximum length of SRH can be calculated by the
following equation where X is the length of the SRH and Y is the length of the APDU.

X ¼ 127�21�36�8�Y�2 ¼ 60�Y: ð1Þ

After determining the maximum length of the SRH, the maximum depth of the
WSN can be derived based on the collected network topology and the SRH structure as
shown in Fig. 2. The first byte of the SRH is a 6LoWPAN dispatch indicating the
following values have to be parsed according to 6LoRH. One or several Type-Length-
Value (TLV) field(s) will follow the dispatch. The Length field consists of a Critical
Format field and a Type Specification Extension (TSE) field. In OpenWSN, TSE field is
used as a Size, which will be explained later. The Type field can have five different
values, which are 0, 1, 2, 3, and 4. The length of the Value for the type field is
determined by the TSE value and the Type value.

The value of the Type field indicates the similarity of the IPv6 addresses of two
consecutive nodes, i.e. two nodes of one hop, on the path towards the destination node.

Fig. 1. The structure of a data frame using downward routing. Its source is a host outside a
WSN and its destination is a node inside the WSN.

Fig. 2. The structure of the source routing header specified by 6LoRH.
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If the most significant 15 bytes of their IPv6 addresses are the same, the value of the
Type field is 0. If the length of the identical parts is 14, 12, or 8 bytes, the value will be
1, 2, or 3 respectively. For the remaining cases, the value will be 4.

The TSE field encodes the number of hops with the same type minus 1. Figure 3
shows an example network to explain how to determine the value of the TSE field. In
the example, the PC sends a message to mote 5. Since the compressed IPv6 header can
teach the mote 4 to forward the packet to the mote 5, the SRH should contain only the
routing rules for three hops: (1) one from the PC to the mote 2; (2) one from the mote 2
to the mote 3; and (3) one from the mote 3 to the mote 4. Note that the wired link
connects the data link layers of the PC and the root. Hence, the first hop should be from
the PC to the mote 2. Usually, the IPv6 address of the PC differs a lot from the nodes of
the WSN. So, the type of the first hop is usually 3 or 4. Since only the least significant
one byte of the nodes of the second hop and the third one is different, the type of the
other two hops is 0. Therefore, the TSE fields of the first TLV field should be 0, which
is 1 minus 1. The TSE fields of the second TLV field should be 1, which is 2 minus 1.

The Value for the type field records the compressed IPv6 addresses of the desti-
nation nodes of the hops of the same type in the same TLV field. For example, assume
that the IPv6 address of the PC is bbbb::1 and the one of the mote 2 is
bbbb::1415:92cc:0:2, the Value for the type field of the first TLV field is 1415:92cc:0:2.
For the second TLV field, the Value for the type field contains one byte of value 0x03
followed by one byte of value 0x04.

3 Experiments

We adopt the simulator, OpenSim, provided by OpenWSN to validate our analysis.
The network topology and the IPv6 address configuration is shown in Fig. 3. Besides,
the PDR (Packet Delivery Ratio) of each wireless link is set as 1. That is, all frames can
be successfully transmitted except collision occurs. Figure 4 shows the network
topology displayed in the user interface of the OpenWSN simulator.

Fig. 3. Example network for describing the value of the TSE field. The mote 5 is the destination
node while the PC is the source node. The most significant 15 bytes of the IPv6 addresses of all
the wireless nodes are identical. They only differ in the least significant one byte.
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After all the nodes join the WSN, we send some messages from the PC to the mote
5. According to our analysis, the length of the SRH will be 15. Thus, the maximum
available space for user messages will be 45 bytes. Figure 5 shows the simulation
results. If the length of the user message is 45 bytes, which is shown in the red circle on
the right of Fig. 5, the mote 5 can receive the message, as shown in the red circle in the
left of Fig. 5. If the length of the user message is 46 bytes, which is shown in the
yellow square on the right of Fig. 5, some critical errors happened, as shown in the left
of Fig. 5. Thus, the simulation results validate our analysis. In addition, assume that the
depth of the root is 1 and the maximum length of the user message is 40, the maximum
depth of the WSN, in this example, will be 10.

4 Conclusions

In this paper, we analyze the relationship between the maximum depth of a wireless
sensor network and the maximum length of user messages. The knowledge is helpful
for network administrators to configure their network topology. The simulation results
prove the correctness of our analysis.
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Fig. 4. Topology displayed in the user interface of the OpenWSN simulator. There are five
wireless nodes. Besides, the PC is not shown in the user interface.

Fig. 5. Simulation results.
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